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Abstract
Libraries provide critical IT services to patrons who lack access to computational and internet resources. We conducted 12 semi-structured interviews with library IT staff to learn about their privacy and security protocols and policies, the challenges they face implementing them, and how this relates to their patrons. We frame our findings using Sen’s capabilities approach and find that library IT staff are primarily concerned with protecting their patrons’ privacy from threats outside their walls—police, government authorities, and third parties. Despite their dedication to patron privacy, library IT staff frequently have to grapple with complex tradeoffs between providing easy, fluid, full-featured access to Internet technologies or third-party resources, protecting library infrastructure, and ensuring patron privacy.

1 Introduction
Libraries serve as a central hub for technology access for a large number of people in the U.S. and in other Western countries [25, 45]. As people require technology access for things like searching for jobs, education, and accessing essential services, libraries provide this access to many users, particularly those who cannot afford personal computing devices. This well-studied phenomenon is sometimes referred to as the “digital divide” [59]. Further—in contrast to earlier notions of the digital divide—access to infrastructure is not the only or even most important barrier: digital equity also encompasses ease and quality of use [24].

As a free and public service, which for many users is the only or primary means of technology access, the security and privacy of library IT resources can be critically important, in multiple dimensions. First, when patrons1 are reliant on libraries for all or most of their computing needs [60], their usage includes potentially very sensitive activities. For example, LGBTQ+ people [19], teenagers [63], people who have experienced intimate partner surveillance or violence seeking out information resources that they must keep private from others in their households [37], or marginalized and older individuals filing taxes [39] may be more susceptible to threats. Second, patrons may not be as familiar with assumed-to-be “standard” self-protective behaviors that many home computer users have learned [49]. For example, Madden [35] argues that low socioeconomic adults struggle to find resources on how to protect their online data, and are uniquely vulnerable to privacy risk, perhaps due to increased dependence on mobile internet technologies in the absence of home broadband connectivity. This increases the importance of security and privacy protocols adopted by librarians. Third, and relatedly, the types of risks that vulnerable and marginalized patrons perceive might be different from (or put them at odds with) what is commonly expected when we think of privacy literacy [36, 38, 62].

Library IT staff members can make security and privacy decisions that have a direct impact on these marginalized individuals, who may turn to the library for privacy information [34], or for essential computing resources [26, 46] that put them potentially at a higher risk for privacy violations [35]. This paper reports on interviews with 12 library staff members from the U.S who are responsible for technology management at their libraries. The participants span a variety of roles—from one of many on a large IT team, to library director who doubles as system administrator—at a variety of institutions—from small rural libraries to large library systems in major cities.

Research Question and Contributions We approached this research with the broad research question:

What kind of privacy tools and strategies (if any) do library IT staff provide for their patrons, and why?

We frame our findings using Sen’s capabilities approach [54], which allows us to go beyond specious notions of access and usage to illuminate the tradeoffs that library IT staff consider when they make decisions about privacy in
the service of patron freedoms. We will show that library IT staff provide critical resources for supporting Sen’s notion of expansion of freedom, particularly in the sense of making information available [54].

We find that library IT staff are more concerned with protecting patrons from external threats (e.g., governments and institutions that sell their data to third-parties, which they believe infringe on patron freedoms [54]) than with protecting library systems from potentially malicious patrons. For this reason, librarians are most concerned with ensuring that patron data is not stored, even if it requires that they exert less oversight. At times, library IT staff must make difficult trade-offs in enabling patron capabilities—for example, between supporting patrons in achieving their IT goals (availability and maximum utility of services) and protecting privacy (confidentiality). As might be expected, library IT staff struggle with lack of resources and training, as well as conflicts with decision makers and other organizations, resorting in some cases to creative or unorthodox solutions in order to uphold these patron freedoms.

## 2 Background and related work

Libraries in the U.S. [3] and in other Western countries [6] are staunch guardians of their patrons’ right to free access to information, which has historically required protection from governments and other entities.

Librarians’ role as guardians of patrons’ privacy and intellectual freedom has, at times, been in tension with their civic role to defend public safety and security [12, 58]. The challenges librarians face today are even more complex, spanning government institutions as well as the third-party entities that provide digital resources to patrons, not to mention the vast space of digital resources and media that originate beyond library walls, but which are accessed using library computers.

In the last decade, librarians have had to contend with privacy incursions from the Department of Homeland Security (DHS), who sought to bar libraries’ use of privacy technology like Tor [5], and the FBI, who used the National Security Letter (NSL) provision of the Patriot Act to subpoena patrons’ records. At each point, librarians fought back through legal means, but also directly at their libraries. Perhaps the most well-known example is related to NSLs, when some libraries posted signs saying that the FBI had not been there but to watch closely for the removal of the sign to indicate that the FBI had requested patron records [21].

More recently, library scholars have focused on the way in which surveillance capitalism and big data policing [9, 17, 30, 66] implicates libraries that rely on third-party products. These products amass patrons’ personal data, which may then be sold to law enforcement entities, including Immigration and Customs Enforcement (ICE) [30]. Consolidation of the major publishers has left librarians little choice but to be dependent on these vendors.

This creates a dilemma for libraries who want to both provide free access and protect their patrons’ privacy. According to Lamdan [30], libraries may indeed see their role as being on the front lines, acting on behalf of their patrons, where policy has failed. Yet, this complex set of adversaries introduces new challenges and tensions in librarians’ role as guardians of patrons’ privacy.

The American Library Association (ALA) has recently weighed in on these types of dilemmas [4]. The ALA has staunchly opposed efforts by top academic publishers like Elsevier, Springer, and Nature to clamp down on illegal use of academic material through the use of surveillance software, including collection of biometric data [40]. According to a 2021 resolution, the ALA “stands firmly against behavioral data surveillance,” citing the “Intellectual Freedom Manual” [18] to ensure that librarians protect patrons from misuse of their data, including by the library itself [4]. The resolution also calls on librarians to uphold their role as advocates for their patrons’ privacy and confidentiality, and to continue to educate themselves to ensure they can fulfill this role. Libraries aim to hold themselves to privacy standards defined in the Library Code of Ethics, first published in 1939 [2]; when vendors do not meet those standards [29], it is not entirely clear how they reconcile this tension.

In addition to threats from governments and vendors encroaching on protecting patron privacy, libraries must also consider privacy concerns relating to state and national law (e.g., the California Consumer Privacy Act, or CCPA) [15], as well as patrons’ privacy on social media [31]. Further, many patrons rely on libraries’ digital resources to, for example, seek health information or look for jobs [25], making libraries a space where sensitive data is transmitted on public computers. A survey conducted by the Pew Research Center in 2016 found that 29% of patrons 16 years or older used library computers [26]. Among those patrons, 61% use them for research for school or work, 38% use them to get health information from online resources, and 26% use them to take online classes or complete online certifications. An older report from 2012 breaks down patron PC usage slightly differently, reporting that some 41% of patrons used public PCs to visit government websites or get information regarding government services, and 36% of patrons used them to look or apply for jobs. While these numbers may have changed in the intervening time, it is likely many patrons still use library resources this way [65].

While the literature points to efforts being made to study and inform librarians’ privacy practices, (e.g., [33]) there has been little systematic research focused on how librarians perform privacy stewardship, what their priorities are, and what technologies they use to reflect their priorities. In particular, there has been little study of those serving the role of library IT staff. Here, we begin to address this gap.
2.1 Low-income marginalized communities and library privacy

Low-income marginalized\(^2\) individuals face a “matrix of vulnerabilities” stemming from primary dependence on mobile technologies for internet access, further hampered by lack of use or familiarity with internet privacy tools and strategies [35]. Not only are low-socioeconomic individuals more reliant on public computers [26], they may lack strategies for keeping their information safe online [34].

Vitak et al. show how librarians struggle with providing assistance to patrons who rely on library computers for sensitive transactions, especially when these patrons lack concern or tools for protecting their data and/or trust librarians implicitly with their personal data (which extends to online sites) [60]. Yet, research has also shown that libraries may lack formal privacy strategies for protecting their patrons’ privacy, leaving librarians to take an ad hoc and often intersectional approach to protecting their patrons [39].

In their study of security and privacy practices of refugees in the United States, Simko et al. find that refugees, having little or no experience with certain online threats, are at higher risk for scams. Moreover, the authors find that refugees tend to rely on public libraries, community centers, and NGOs, as well as teachers and case managers, for support with sensitive data required by employers, but that this trust can be complex [56]. Further, marginalized individuals in the U.S. often experience a broader set of privacy incursions stemming from their encounters with institutions of the government. Low income, black communities are more often subject to policing and surveillance in their neighborhoods [10, 17, 32].

Immigrants in the U.S. also have to contend with pervasive surveillance. Kalhan points out that immigration governance in the U.S. has rapidly (and invisibly) been transformed into a surveillance “technology-driven enterprise” [27], with U.S. Immigration and Customs Enforcement (ICE) operating a kind of “dragnet,” and that fear of surveillance is a deterrent for “immigrants and their families from participating in a broad range of activities necessary for health and well-being not only of individuals, but of the communities of which they are part” [20]. We (echoing the library IT staff participants we interview) consider access to information and computing resources that allow one to access social services, health information, search for employment, etc. as some of these necessary activities.

2.2 The capabilities approach framing

We used Amartya Sen’s capabilities approach to interpret our findings. His framework centers freedom to achieve wellbeing as a moral imperative and posits that this freedom must be understood in terms of people’s capabilities. We found that it usefully described the way that library IT staff are thinking about patron access in terms of what they are able to do.

Library IT staff experienced privacy tensions when providing internet resources. However, these tensions arose not simply in providing direct access to these resources, but in more nuanced navigation of capabilities (patrons using internet resources to e.g., do work or educate themselves), which were related to the specific context of their patrons and the structural barriers they faced. This mismatch between literal measures of “digital divide” success (i.e., internet access) and the nuanced needs of library patrons finds parallels in the capabilities approach. Both Sen [53] and Martha Nussbaum [41] (who has extended the framework) offer a critique of economic discourse focused on standard of living, arguing that the focus should be on well-being of a given community.

Sen first proposed the capabilities approach [53] as a way of measuring what people are capable of doing with the means provided them. It assumes a moral paradigm in arguing for the capabilities (also called “freedoms”) to achieve well-being understood in terms of people’s capabilities, which when enhanced increase their capabilities.

In Sen’s capabilities approach, “functionings” encompass what an individual may value “doing or being,” like being healthy or having a home and safe place to live. Capabilities describe the set of functionings a person has available to them, from which they can choose. In other words, capabilities represent the freedom of an individual to choose between sets of different functionings, according to their own values, in service of a “good life” [54].

Sen enumerated specific exemplar capabilities, including economic opportunities, political freedoms, social facilities, transparency guarantees (in terms of information and relationships between people), and protective security. At the same time, Sen emphasizes that the choice of which capabilities to value must be left to individuals and communities. Individual capabilities (e.g., freedom from surveillance) may be more highly valued in particular communities because of their relevance to that community’s experiences and their relationship to other capabilities.

More recently, scholarship has applied Sen’s framing to ICT for development, focusing on access to information [42,64]. Wrench considers that while the number of websites in developing countries falls far behind Western countries, perhaps the availability of “helpful” local web resources is what is most important [64]. Kleine applies Sen’s concept of capabilities development to ICTs in Chile, arguing that by giving individuals greater access to information, they contribute to one concept of capabilities [28].

While Nussbaum [41] further articulated specific capabilities (e.g., “life,” “bodily health,” “bodily integrity”, etc.), we follow Sen and allow participants to define relevant capabilities rather than relying on Nussbaum’s categories. While

\(^2\)“Marginalized” here refers to the disadvantages experienced by those who are prevented from obtaining full membership and participation in society, often because of their race, ethnicity, gender, religion, sexual orientation, and/or sexual identity [44], which can overlap with lower socio-economic status.
Nussbaum’s capabilities, which have recently seen considerable use in privacy and human-computer interaction fields, are useful in elevating the importance of human dignity across cultures, Nussbaum has been criticized for defining capabilities in a Western-centric way. We agree, in this context, with Sen that capabilities are more usefully defined by those who have insight into the day-to-day experiences of their patrons (and the nuances of what constitutes good access), including library IT staff. We believe this approach is more intersectional and appropriate, given that every community has its own matrix of power that makes certain identities vulnerable in certain specific ways [14]. We use this framing in our results and in our discussion.

3 Methodology

Here, we describe our interview study and data analysis.

3.1 Recruitment

To recruit participants, we reached out to candidates directly via email using information available on public websites for libraries. We specifically emailed candidates who identified as information technology specialists for the libraries they worked at. We also posted advertisements on public fora, including Reddit and Twitter. We also reached out via email to library staff in our personal networks to ask for referrals to IT staff. As the study progressed, we also relied on snowball sampling to recruit additional participants. We asked participants if they had connections to other library IT staff that might be willing to interview with us. Participants were considered eligible if they were 18 or older, were employed at a public or university library, and their job included IT work (formally or informally). We also accepted participants currently working in a library advocacy organization who had prior IT experience in a library.

Participants who responded were asked to complete an intake survey (to provide background information to the interviewer) and then scheduled for an interview.

The study was approved by the University of Maryland IRB. Participants were asked to complete separate online consent forms prior to the intake survey and the interview. The consent form described the purpose of the study, the researchers conducting the study, the study procedure, and how interview recordings, participant names, and contact information would be handled. Participants were also asked prior to the interview if researchers could record the audio of the interview for analysis, and were informed that they could stop the interview at any point or decline to answer any questions. Participants were also explicitly informed that recordings might be sent to a third-party transcription service.

3.2 Intake survey

Participants who expressed interest in interviews were asked to complete an intake survey including questions which characterized the size and type of library they worked at, their experience with IT in libraries, summary information about the computing resources provided by their library, and vulnerable populations their library served.

Information about technology use and staffing was used to guide interview questions—for example, if the participant described working with contractors to provide IT services in the intake survey, we asked about those contractors in the interview. The intake survey also provided context for the responses for each participant.

3.3 Interview protocol

One researcher conducted the 12 semi-structured interviews via video conference. These interviews were audio-recorded and automatically transcribed, supplemented by notes taken by the researcher. The consent form explicitly noted the possibility of third-party transcription when participants were asked about audio recording. Interviews lasted, on average, about one hour, and participants were compensated with a $35 USD Amazon gift card. The intake survey and interview protocol are hosted at https://osf.io/f589r/?view_only=aec8a186e8b84f7c860d35eda7857dea. We asked participants about a wide range of topics, including:

Role and responsibilities. We asked participants about their day-to-day responsibilities at their organization. We also asked how participants ended up in their roles and what they thought about those roles.

Staffing structure. Participants were asked to describe the structure of IT staffing at their organization, as well as who they reported to, and how many employees responsible for IT operations their organization employed.

Patron populations. We asked participants to talk about the patron population that their organization served, how many patrons they served, and the ways that patrons typically used the library services. We also explicitly asked about populations that are historically underserved or face higher-than-average digital-safety risks, and how their organizations were serving those patrons.

IT services and infrastructure. Participants were asked to describe the kinds of IT services their organization offered, such as public PCs, internet access, and printing services. We also asked about how those services were offered and managed, specifically whether the organization self-managed these services or if they contracted third-party vendors to do it for them.
Security and privacy policies and tools. We asked participants about the specific security and privacy policies and tools they regularly employed to protect their infrastructure and their patrons. We also asked whether they felt that those policies and tools were sufficient to meet the security and privacy needs of their organizations.

Security and privacy challenges. Participants were asked about specific security and privacy challenges that they regularly face at their organization, and whether or not they felt they were adequately addressing them at the moment. In some cases, we also asked about what participants felt would need to be done to resolve those challenges.

COVID-19 pandemic. We also asked about how the COVID-19 pandemic affected the typical operations of their organization and whether or not that impacted the security and privacy considerations of IT staff.

### 3.4 Participants

We recruited 12 participants in Fall and Winter of 2020. Participants worked at libraries ranging from rural to urban, with a wide range of experience and educational backgrounds. The particular positions these participants held varied—one participant was the director of a small, rural library in addition to being responsible for the IT concerns of this library, whereas multiple participants worked as part of an IT-specific team at large, metropolitan library systems in major U.S. cities as library IT staff. Three participants currently work for advocacy organizations rather than directly for a library, but all three had library IT experience—this experience, in fact, was what drove them to advocacy in the first place. Some participants had backgrounds in computer science or information technology, but many had library science backgrounds. Participant institution types, IT experience, staff size, and estimated patrons served per month are presented in Table 1.

### 3.5 Thematic analysis

Two researchers from the team conducted a reflexive thematic analysis (RTA) [7, 8]. After reading through all the transcripts, they generated initial codes that were applied to a sample of interviews and discussed. These researchers met with the team to further discuss these codes and potential research themes. They then continued to iterate on and apply these codes to the remaining interviews and developed a set of refined themes. Codes were first categorized, then discussed and further refined with the research team over the course of several meetings, as themes were developed. The two researchers continued to code the remainder of the transcripts. After developing the themes, we assigned illustrative quotes. We ultimately generated four high-level categories (goals, responsibilities, tensions, constraints). Within these categories, we identified our themes (formatted in bold below). We applied Sen’s capabilities approach framing to interpret our findings.

To develop our themes, we engaged with Braun and Clarke’s most recent perspectives on RTA [8], developing themes flexibly and organically, while comparing and testing them for coherence and consistency. The resulting themes organize salient, meaningful segments of the data.

### 3.6 Limitations

As is typical for qualitative studies, our goal is not to be fully generalizable, but rather to identify key themes and ideas.
related to our research questions.

Our sample size of 12 is relatively small, but is well within norms for human-computer interaction studies [11] and qualitative best practices [23]. To broaden our results, we recruited from many types of libraries in a wide variety of U.S. locations; however we acknowledge that other IT staff working in public libraries, especially in other countries, may have different experiences. Nonetheless, we believe that the themes we discuss here are highly relevant to the greater library IT space, even if they are not generalizable to all libraries.

Additionally, the researcher who conducted the interviews was different from the researchers who performed the thematic analysis discussed the interviews with the interviewer and were careful to immerse themselves within the data sufficiently to understand it as a whole.

We also acknowledge that the researchers who performed the thematic analysis have a primarily security and privacy background, whereas most participants did not, and that this difference in experiences may have affected the interpretations the analysts generated. To address this, the researchers took special care to faithfully organize and describe the phenomena our participants described, and to conduct the analysis process with these differences in mind.

4 Library IT staff roles and responsibilities

Before describing the findings of our thematic analysis, we first report descriptively on the roles and responsibilities that library IT staff reported to us. Library IT staff provide a wide variety of digital services to their patrons, and the IT staff participants we spoke with are responsible for making sure those services are functional. Many participants described a responsibility to minimize the security and privacy risk these devices pose to patrons.

Public PC management A near-universal responsibility of our participants was to manage public-facing PCs. Participants reported that patrons use these PCs for recreation, but also for serious and essential tasks, in line with prior findings (Section 2).

P11: “…they’re just going to sit somewhere upstairs all day and watch YouTube and Facebook.”

P12: “Our older patrons tend to use it to do research or read emails, print information. Print forms. A lot of people having been using them for tax information over the last couple of months.”

In addition to traditional stationary PCs, some libraries also loan out laptops for individual use, particularly when impacted by COVID-19 closures. Library IT staff are typically also responsible for managing these laptops, which can come and go from the library.

Several participants describe setups where public computing infrastructures are, in fact, run by local or city government or even a vendor, leaving library IT staff with little direct control of how these systems are managed.

Print, copy, and fax management Printing, copying, and faxing are crucial library services. The basic functioning and administration of these services is another key component of what our participants say they do from day to day. Notably, despite reliance on outside vendors, participants expressed less concern about patrons’ privacy in this realm.

Libraries handle printing processes in a variety of ways. For example, some libraries use vendor-provided tools to allow automated printing and payment:

P10: “[Envision, a third-party vendor, has] a print vending system that ties into—we’ve got like a coin and bill acceptance machine for paying...so somebody could send a document from home or from their phone whatever and come to the library and print it out.”

Others use more ad-hoc methods, like a public email address to which patrons can send attachments, which then requires a librarian to manually print (and therefore have access to) their document:

P12: “Right now, there’s only one way to print and what you can do is email your job as an attachment...to the email address we provide...and the subject line has to say print so that it will go into our print folder and get filtered into that.”

Managing access to digital resources Libraries often contract with third-party vendors to provide digital resources, like ebooks or access to academic journals. This naturally saves time and effort, compared to developing these materials in-house. However, some participants described privacy concerns relating to the relationship between these vendors and the library’s patrons, which we will discuss in detail in Section 5.3 below.

Providing digital skills education Participants say they occasionally provide digital skills education to their patrons, either through open office hours or scheduled events. These cover topics from using common software suites and Microsoft Office to basic online safety. P07 spoke about a more specifically privacy-focused class that ranges from basics to more advanced concepts, which was (perhaps surprisingly) the only class of this sort described by our participants:

“We have a much more in-depth class that we call “online self-defense” which we start out with the basics and then go all the way up to like, using a secure operating system and stuff like that.”
Assisting with day-to-day troubleshooting  Some participants say they are also accessible to the public on an as-needed basis. This was sometimes described not as a part of their official job description, but rather a responsibility that arose organically from the needs of their patrons. Circulation staff—who are publicly visible to patrons by the nature of their position—will often receive technical support questions, and when they are unable to answer those questions themselves, will refer the patron to library IT staff. Different participants’ libraries dealt with these support requests in different ways, ranging from deliberately arranging computers to be visible from the circulation desk (so that circulation staffers could keep an eye on both), to ad-hoc solutions, like simply flagging down the nearest IT staff member, regardless of what they were previously doing. In most cases, the official role of library IT staff is to maintain library infrastructure rather than provide public-facing tech support, but in practice, they are often asked to provide this support anyway.

P02 experienced both of these strategies, describing technical support questions interrupting their more formal IT work:

“At this point, the only time I have any interaction with patrons is when I am doing stuff in the lower-level tech center... last week I was imaging some computers down there that weren’t being used by patrons. And so, you know, maybe one of the patrons will try to have a conversation with me [for tech support], or one of the librarians that are stationed down there will take this as an opportunity to have me help them help a patron.”

However, this participant also indicated that before the pandemic lockdown, they used to run three to four hours a week of dedicated technical support desk time.

5  Findings

In this section, we report on library IT staff members’ goals and values, and the threats they described facing. After outlining those individual factors, we describe tensions our participants highlighted between those factors, as well as the constraints that limit their ability to achieve their goals. We use Sen’s capabilities approach to frame our findings about how library IT staff think about their patrons’ use of library technology and the tradeoffs they make with regard to security and privacy.

5.1 Goals of library IT staff

Participants describe several high-level goals related to library IT, several of which concern the security and privacy of their patrons. Library IT primarily focus on ensuring the capabilities of their patrons to access information, social services, employment, etc. Doing so requires that they provide a trusted space for accessing economic resources and other information in ways that coincide with Sen’s notions of capabilities to social opportunities (e.g., education, healthcare) and protective security (including protection from poverty and incarceration or deportation) [54]. Privacy is seen as primarily a way of shielding patrons from surveillance (or the fear of it) by government institutions [54].

Making libraries a safe and trusted space  We see this dedication to patrons’ capabilities in our participants’ goal of making the library a safe and trusted space where patrons can be free to seek information without fear of surveillance by government institutions. This accords with other scholars’ views of ICTs as information resources (“making information available and facilitating interaction”) that are fundamental to Sen’s capability to choose [28]. In this case, providing a safe and trusted space supports this capability.

Our participants frequently explicitly identified libraries as the last remaining trusted public organization/resource in their community.

P04 says, “We are the most trusted institution of any [local government agency]... routinely, in poll after poll we are shown to be a beloved institution.” This belief is supported by studies from the Pew Research Center indicating that patrons in the United States view libraries as helpful for finding trustworthy information and making informed decisions [26].

A few participants emphasized the need to maintain the trust of patrons, especially those from populations who might experience higher digital-safety risk. Participants mentioned examples like LGBTQ+ youth, populations who are disproportionately targeted by the police, and people with low socioeconomic status, as patrons who, participants felt, particularly depend on the library for critical information and resources. Almost every participant described serving various such populations in their libraries, as detailed in Table 2. According to participants, protecting these at-risk users’ privacy is key to maintaining their safety as well as their trust.

P05: “There are a lot of LGBT youth who grew up in very conservative household[s] who could have never

<table>
<thead>
<tr>
<th>Population</th>
<th>Count</th>
</tr>
</thead>
<tbody>
<tr>
<td>LGBTQ+ people</td>
<td>10</td>
</tr>
<tr>
<td>People with disabilities</td>
<td>10</td>
</tr>
<tr>
<td>Individuals without permanent residence</td>
<td>10</td>
</tr>
<tr>
<td>Low-income communities</td>
<td>9</td>
</tr>
<tr>
<td>Racial/ethnic minorities</td>
<td>9</td>
</tr>
<tr>
<td>Older adults</td>
<td>9</td>
</tr>
<tr>
<td>Individuals with a criminal history</td>
<td>8</td>
</tr>
<tr>
<td>Low-income single mothers</td>
<td>8</td>
</tr>
<tr>
<td>Undocumented immigrants</td>
<td>8</td>
</tr>
<tr>
<td>Political activists</td>
<td>5</td>
</tr>
<tr>
<td>Journalists</td>
<td>3</td>
</tr>
</tbody>
</table>

Table 2: Patron populations reported by our participants.
searched for that information about who they are, without going to the library. [The library] provided them an avenue and a space to search for information without their parents, knowing or without anybody else, knowing what they were looking at.”

P08 described a different concern with retaining the trust of immigrants and undocumented people, where the library itself was seen as a potential adversary that threatened the capabilities of their patrons to live in the U.S. without fear of surveillance or deportation. Framed in terms of capabilities, this participant believes this mistrust (i.e., the chilling effects imposed by fear of being surveilled and deported) interferes with the capability of their patrons to achieve wellbeing through access to resources they use for information seeking and employment:

“[Patrons are] essentially saying ‘We’re not going to sign up for a library card because this information [their library activities] is going to be sent over to the city government and once it gets sent over to the city government, then law enforcement officials might have access to it.’ ”

This participant clarified that their library system did not share browsing data or other patron information with law enforcement (especially U.S. Immigration and Customs Enforcement (ICE)).

“We do not release information to government officials unless they have a signed judicial warrant, not an administrative warrant the ones that ICE likes to serve people. It has to be a court-issued warrant or subpoena.”

However, P08 also indicated that communication around this issue was a challenge, suggesting that it was not unreasonable for patrons to worry that the library, as part of city government, might have an obligation to share data with law enforcement. Despite their efforts to guard against infringements of their patrons’ capabilities, the bureaucratic configurations of the system had chilling effects.

“Patrons rightly are not very sure what we exactly do. . . We are part of the city government, but the way that [the library system] works is that we are separate in terms of hierarchy, we answer to the library board and not straight to the mayor. Our IT systems are separate, meaning that the library IT department has control over the network, has control over the public computers, has control over the Wi-Fi network. City IT does not get any of that. So they can’t come in and...sniff traffic.”

Maintaining library values within larger IT systems Several of our participants—particularly those who worked in smaller towns and cities (and thus in smaller library systems with fewer resources)—described being dependent on local government IT departments to maintain or manage library IT. A few described conflicts in this relationship. P07 describes how the city’s IT department, not understanding the library’s mission of staunch protection of “patron privacy and intellectual freedom,” would use monitoring software to monitor patrons:

P07: “Initially when I was hired, the city IT actually took care of library IT needs, but...there was a lot of conflict there. They did not have a good understanding of the library’s mission and they would often do things that were contrary to our library’s mission and values...They had monitoring software on the public computers...and they would sometimes observe what the patrons were doing because they thought that it was necessary to make sure that the patron didn’t violate our policies. In a corporate IT setting that’s perhaps reasonable, and corporate IT may need to monitor employees to make sure they aren’t violating corporate policies, but that is directly in contradiction with library values—patron privacy and intellectual freedom.”

This participant later noted that “It’s easier to teach a librarian IT skills than it is to teach an IT person library values,” referring to the need to preserve “patron privacy and intellectual freedom.” Library IT staff’s dedication to privacy and intellectual freedom reflects their concern that patrons’ capabilities—freedom, in Sen’s framework, to make choices and intellectual freedom reflects their concern that patrons’ intellectual freedom”—would use monitoring software to monitor patrons:

Availability and usefulness of computing services Another goal of library IT staff members was to support and improve patrons’ capabilities by ensuring that use of computing resources was easy, and that patrons could accomplish their goals using library resources.

One component of this goal is making access to public PCs and other infrastructure simple and painless. Most participants described systems wherein participants needed only a library card, or even a guest pass for those without library cards, to use library public computers. P10 described fully open access to their library’s computers—patrons only had to sit down at the computer to use it, without any login procedures. This fully open access was an exception, rather than standard practice across our participants.

This goal also manifests in a desire to help patrons accomplish their goals. This was mentioned explicitly in the context of formal and informal tech support, and described implicitly when discussing services like public PC use and printing, which exist to support patrons’ needs and capabilities.
Privacy of patron data and activities  Most participants described protecting the privacy of patrons who use library IT resources as a core goal.

One near-universal approach was to ensure that patron data or activities are not retained on a public PC after the patron is finished using it, under the theory that if no data is kept, then it cannot be revealed or abused. Participants described wanting patrons to feel comfortable enough with privacy to use library equipment (supporting expansion of capabilities) and also expressed concern about the potential consequences of storing data that could be used against the patrons (limiting capabilities).

P06: “In principle, I like the ability for somebody to use the internet anonymously without a paper trail if they want. I think that’s a good thing to offer.”

Mechanisms for preventing data retention vary across participants’ organizations, based on available tools, financial resources, and knowledge. In particular, participants cited vendor software, such as Deep Freeze—a software solution that allows computers to be automatically restored to a default image—as well as OS-level features, like Windows 10’s unified write filter (UWF), as primary strategies for ensuring that public terminals are kept in their original state. P02 described using a FOG Project server to manage this need, since it is open-source and thus not a financial drain on the library. However, this method requires significant setup time and maintenance of physical infrastructure, as well as the knowledge to seek out and implement an open-source solution. Participants noted that these data retention protocols are broadly similar for both stationary computers and loanable laptops.

Whether or not patrons must log in (e.g., using a library card number), participants emphasized that they do require patrons to begin and end sessions, in order to protect data when the patron signs off. However, a number of participants lamented that patrons do not log out appropriately, and so in addition to messaging on the computer reminding them to sign out, they have staff provide additional monitoring to ensure that computers are wiped between uses:

P07: “When they’re done, there’s a button on the desktop that says ‘log out securely.’ We also have staff that walk around and if they see something up, then they will hit that ‘log out securely’ button, which basically wipes out the entire session—any documents, any downloads, any browser history goes away.”

Library staff thus ensure that patrons’ privacy is consistently preserved.

Security of library infrastructure  One might assume that protecting the library’s digital infrastructure—public computing but also other resources, like administrative computers for library staff or printing systems—would also be a key goal for library IT staff. In fact, few of our participants actively mentioned this goal as a high priority, as we will discuss further in Sections 5.2 and 5.3 below.

Indeed, P02 is an exception, noting that Deep Freeze serves two functions: protecting patron privacy, but also “lock[ing] down” the public-facing terminals to prevent tampering, suggesting that other patrons might pose a threat:

“We do have Deep Freeze on there to reset everything. There are very few permissions on . . . you can’t even change the wallpaper, so we try to lock it down as much as possible. We try to make sure everything is wiped off when they get off so that nobody has access to their information.”

5.2 Threats faced by library IT staff

We have just described the ways in which library IT staff support patrons’ freedom to access information and resources. In this section we discuss several threats they faced when aiming to achieve their goals and responsibilities which we detail below, noting that the the biggest come from outside their walls. That is, library IT staff view the greatest threats to patron’s capabilities as institutions like governments and third parties.

Attacks from patrons  When asked about security and privacy concerns, participants rarely mentioned their patrons posing any malicious or intentional security or privacy risk to the library or other patrons. Some pointed out that when patrons do create risks, it’s most often unintentional.

P06 and P09, for example, noted that problems are rarely caused by malicious users, but that patrons can unintentionally disrupt library computers by accidentally downloading malicious or undesirable software:

P06: “I don’t often deal with people here who I think would do anything maliciously, but it’s like they screw up and download something that then slows the computer down or so[mething].”

P09: “I guess my biggest worry would be, you know downloads. . . They [patrons] click something bad, download something. . . that’s probably what I would worry about the most, someone doing something bad unintentionally rather than someone coming in and plugging in a keylogger or whatever.”

However, participants are still aware of some potential attacks—P12, for example, described watching for keyloggers as a possible threat. However, they also noted that they doubt that it would be possible to run one on their computers:
P12: “You can’t download anything to the computer and save it there. So unless there’s a way to have a key logger running in the background of a computer that is not running . . . I don’t know how anyone would be able to do it.”

Ransomware attacks One specific attack mentioned by a few participants was ransomware, which is a comparatively common attack on libraries [13].

As P09, who has done advocacy work with several libraries, said, “It’s probably every other week that libraries get hit by ransomware.” P09 also relates this to patron behavior, as ransomware is usually delivered in this context by clicking on a suspicious download link on the machine in question. However, only one of the five participants who mentioned this attack had actually experienced it, and their PC restoration system was able to solve the problem via a restart. Other participants who discussed this attack mentioned either hearing about it in the news or from colleagues from similar libraries.

Data collection by third-party vendors Several participants expressed concerns about third-party vendors (e.g., ebook providers) having access to patron data. Participants typically described this as a general threat related to their responsibility to protect patrons and their capabilities, rather than citing any specific threats or past incidents with any particular vendor. Participants generally felt ill-informed and ill-equipped to fully understand or counteract threats from third parties.

For example, P01 describes their concern about patrons being required to give personal data to vendors, and how libraries are mostly powerless to enact change:

“With these vendors there’s various kinds of data sharing to like, big corporate entities like Amazon. It’s a really wild environment and I think it is a great concern. We don’t have any meaningful collective negotiating power around it to say no to these practices.”

P12 expressed frustration that few vendors hold the same values that libraries do and that libraries are often forced to work with such vendors regardless of this mismatch because of the services they offer:

“We’re [public libraries] trying to just provide the information you want and not pry, but a lot of the third-party apps don’t seem to care about that. It’s frustrating because they’re more interested in how much money they can make and that’s not really our objective. A lot of the time they’ll put together records of what customers are interested in to make really good targeted advertising and are refusing to stop because it’s not like there is a library-friendly corporation out there that wants to give us their ebooks. You have to work with a lot of these big monopoly companies and their software so they can do whatever they want.”

P08 describes a similar sense of powerlessness: trying and often failing to better understand third parties’ privacy practices and potential threats:

“I just read a lot about privacy policies. I read about privacy policies and vendors, their reviews. I also read about vendors’ relationships with privacy and public computing, but I don’t find that much information.”

P08 lamented that not only are libraries unable to prevent existing third party vendor privacy incursions, but the influence (and associated surveillance) of third parties continues to increase:

“We as a profession really don’t have a handle of data privacy and security that we should have, especially with . . . this exponential increase and working with vendors to provide critical services. . . . And those vendors consolidating and on top of that coming up with new ways to track and surveil our users.”

Data requests from law enforcement A few participants defined the goal of patron privacy explicitly as defense against law enforcement data requests. Library IT staff perceive that protecting their patrons from law enforcement supports their capabilities to freely access library resources, whatever their specific goals.

P06, for example, explained their library’s data collection policy (with respect to patrons using public PCs) explicitly in terms of how their library’s goals (to protect the privacy of patrons) differed from those of law enforcement:

“Our highest concern is our patrons’ privacy, it’s not serving the police or solving crime, we have different goals . . . [When] they started saying that they could come in and get your list of patrons or take computers, is when public libraries generally stopped having lists. I wouldn’t argue that’s coincidental. I think librarians looked at the situation and were like, ‘Well, what can we do in this situation to protect the privacy of our users?’ The answer was to stop keeping lists because we can’t be forced to give them something we don’t have.”

This threat relates to the goal of making libraries a safe and trusted space (Section 5.1) — P02 described patrons worrying about law enforcement being able to gain records of their activities or information about them. Participants recognize that to support patrons capabilities, they must protect patrons from fear of surveillance, and that doing so requires transparency: they cannot hand over records they do not have. This accords with Sen’s notion of transparency as a means to build trust, and to proactively ensure that trust cannot be abused.
5.3 Tensions among goals and responsibilities

Our participants communicated several tensions among their goals and responsibilities, where library IT staff must make choices among competing priorities. We found that library IT staff almost always prioritize capabilities of their patrons over possible threats to the library itself (e.g., allowing anonymous logins to provide patrons with the freedom to search for information without surveillance, even at the risk of not being able to identify threats). The situation is more complicated when different types of patron capabilities appear to conflict with each other (e.g., the capability to access and use services fluently compared to the freedom to so without surveillance. We find that library IT staff are making nuanced decisions about balancing these tradeoffs, grounded in their patrons’ needs and experiences.

Patron privacy vs. security of library infrastructure In some cases, ensuring patron privacy can be at odds with taking maximum precautions to protect the security of library infrastructure. For example, libraries could choose to install monitoring software in order to detect misbehavior, or enforce strong login requirements in order to attribute any problems to particular users, but monitoring and logging inherently poses a threat to privacy by tracking user activities.

Our participants almost always prioritized protecting patrons’ privacy rather than protecting library infrastructure. P02 describes their library regularly checking hardware for tampering, as well as having security cameras to monitor the physical machines, but notes that such security cameras are unable to view the computer displays so as to preserve patron privacy.

“We have security cameras but they’re not fixed onto the displays of the computers and they’re not that detailed anyway. More for like a macro shot. The librarians after a session will see if somebody left anything in the computer, like a USB flash drive left in there. They’ll just take it out and put it in Lost and Found.”

Similarly, several participants said that their libraries allow anonymous (or near-anonymous) login to public PCs, potentially at the cost of not being able to attribute misbehavior to specific users. The means for implementing this access vary. While many libraries do require patrons to enter their library card number and a PIN in order to begin using workstations, some also allow visitors without a library card to obtain a “guest pass” with temporary credentials for PC usage.

Other participants from university libraries reported that they generally require patrons to log in via their university’s central identity management service to access most PCs, but that they do reserve a few PCs with limited services for general access without requiring university credentials.

Other libraries do not require any login at all, and simply present terms of service that users must agree to in order to use the public PC, as P07 describes:

“If it’s a desktop computer, they can just sit down and use it. We have no sign in process or signup process.”

Notably, these login decisions also prioritize availability and usefulness of computing services—another way of supporting patrons’ capabilities—over security of library infrastructure, by making it easy for people to use the public PCs without extensive signup or login procedures.

Patron privacy vs. availability and usefulness of computing services In other cases, the goals of patron privacy and availability/usefulness of computing services come into conflict, mirroring well-known tradeoffs between confidentiality and availability in other contexts [22]. Measures taken to protect patron privacy from third-parties and law enforcement can create new challenges for patrons, who are unable to store data for later reuse. For instance, one participant describes a patron losing all their documents because they did not realize that anything “saved” to the computer would be erased at the end of the session.

P04: “Patrons are not always aware of how obsessed with privacy library folks are, so what happens is they will save their resume to the to the desktop, not understanding that when their session ends [it is deleted]...I remember a situation where the person had just saved it there. They didn’t ask for the time extension before it ended, and so she lost everything so she had to start all over.”

This demonstrates that, if library IT staff’s efforts to ensure patrons’ freedom from surveillance are confusing or unclear to patrons, they may hamper other patron capabilities.

Relatedly, libraries often block software downloads to protect patrons’ safety, which means that patrons don’t get the same rich user experience that individuals who own their own PCs would:

P05: “People can’t download anything, they can’t add an extension to their browser, like if they were at home. It’s kind of locked down...it’s a subpar user experience.”

These restrictions can also limit patrons’ access to critical modern social and work-related activities. For example, P02 described a patron who wanted to use the developer software Xcode, presumably for work or education, but it was not supported on the library’s current version of the MacOS operating system. P02 was wary of providing an upgrade, in case the updated OS was not compatible with their security software, Deep Freeze:

P02: “A patron came up to me and they were using one of our iMacs and they wanted Xcode, but all the iMacs...”
are running High Sierra and didn’t support the current version of Xcode off the App Store. You’d need to do a full update of the operating system and I wasn’t able to do it for them at the time, because of how much time it would take, but also because I’m not sure how much compatibility Deep Freeze would have with the newer versions of Mac.”

In each of the above cases, libraries opted for privacy and security over availability: limiting some capabilities associated with work, education, or flexible use of computing resources. In these cases, library IT staff placed higher value on freedom from surveillance. Several participants noted that while patrons do express frustration with this situation, they accept it as a necessary condition of using library resources.

In other circumstances, library IT staff make the opposite choice. For example, the print-via-email-attachment mechanism described by several participants (Section 4) prioritizes availability and usefulness over privacy. As P04 points out, sensitive data is sent to their branch email address:

P04: “[A branch email address is] set up to get attachments from the public. And then we print them… it’s usually pretty sensitive, you know, like a woman yesterday had tax returns.”

Despite the sensitivity of these printed materials, P04 indicated that they did not consider themselves as a potential source of privacy violation:

P04: “I don’t want to be like the doctor who has seen enough naked bodies, but we see a lot of tax returns. It doesn’t really faze me anymore.”

This tension between privacy and availability is particularly acute in cases where patrons do not have personal computers at home, or cannot safely use them for sensitive tasks. If these patrons cannot usefully take advantage of library resources, their capabilities will necessarily be limited. Choosing between privacy and availability risks reifying privacy as a “luxury commodity” [43].

Relatedly, P05 worries that simply not having a computer at home—thus making internet use less routine—limits patrons’ ability to anticipate or guard against risk:

“If your only computer experiences at the public library... it’s more likely that you don’t have a computer at home. Or if you’re there using the WiFi regularly, you might not have internet at home. And so it’s just probably likely that you have less tech knowledge. And so you’re not really necessarily thinking about the danger mechanisms or threats.”

Other participants reported struggling to inform patrons about risks to their privacy, despite the tools and strategies they had in place, especially when patrons have important competing priorities. For instance, P04 described patrons’ needs to complete essential tasks, despite potential privacy risks:

“It gets very tricky, because like if you’re doing your taxes... what I consider sensitive, [the patron] may not.”

### 5.4 Constraints of library IT staff

Participants report that their ability to achieve their various goals in support of patron capabilities is also hampered by several constraints that are common across institutions, including reliance on external vendors; limited resources, staff, and training; and outside decision-makers. Here the desire to protect patron’s capabilities is undermined by library IT staff members’ lack of political and perhaps technical clout.

#### Library staff rely on external vendors

Vendors hold a significant amount of power when it comes to the relationship between vendors and libraries. As P01 notes, libraries are not in a position to negotiate with vendors who, for example, provide funding support for the American Library Association:

“We don’t have meaningful collective negotiating power... to say no to these practices, and part of the reason we don’t is that the American Library Association is, like, captured by the vendors, so they are too afraid to take a meaningful stand because they don’t want to alienate the vendors who helped fund their twice-yearly annual conference.”

This imbalance in power places libraries in a difficult position—they have to choose between keeping their patrons’ information out of the hands of vendors (who may not prioritize patron privacy), or tolerate the vendors’ collection behavior as the price for providing critical services."6

#### Libraries have limited financial resources

Participants describe a lack of (or uncertainty around) financial resources, hindering their ability to implement their IT goals. P11 has had their budget cut to zero:

P11: “My IT budget is zero. Like the line item literally says zero for it. So everything I have to do, I have to do either free, or I just ended up paying for it myself and not telling them.”

Some specifically noted challenges in purchasing essential privacy software like Deep Freeze.

P05: “More libraries in the last five years are getting over to [Deep Freeze], but again, it costs money. If you’re a small library, you know, it’s probably not as available as an option to you.”

---

6The ALA’s Library Privacy Guidelines for Vendors [1] provides some guidelines for how libraries should choose and manage third-party vendors, emphasizing privacy as a core value.
In the face of limited resources, participants report having to sometimes compromise on their goals and values. For example, P06 discussed implementing web filtering—in their opinion, a form of undesirable censorship—in order to obtain federal grant money, which was needed to maintain high-quality internet service.

“When we brought fiber into the building, the only way for us to do that was to get federal grant funding, which then requires us to filter to some extent. That was something that I did not do for a very long time, because I have a philosophical issue with it. I don’t like it, I wish we didn’t have to do it, but the internet service that we [were previously] getting…we couldn’t afford it. It was a choice, like, do we take the grant funding and do some basic level of filtering so that we can provide internet for our community, which is so important now? Or do we keep it unfiltered and have terrible service, which, you know, does affect our community.”

The lack of resources, therefore, exacerbates the tension between availability and usefulness of computing services and other goals and values.

One participant explicitly associated budget cuts (and therefore a smaller IT staff) with transfer of IT responsibility from the library to the city, noting that the city’s use of software-as-a-service and remote servers also reduced their workload:

**Library IT teams are often small** We learned from our intake survey that half (6 out of 12) of our participants have teams of three or fewer people dedicated to IT at their libraries—including three participants who don’t have any staffing support besides themselves. Two participants (one who works for a major U.S. city’s library system) said they worked in teams of 15–20 dedicated to an entire library system, rather than one branch. In one surprising case, the participant we spoke to was both the primary IT provider for their library and the library’s director.

P09 explicitly linked small teams—often a function of the limited resources previously discussed—to decreasing ability to protect patrons.

“Especially now that there’s cutbacks, they just don’t have the people and the resources and the know-how…And I do kind of worry that that means there’s less focus on IT, and there’s going to be fewer people, and things aren’t going to be done, things aren’t going to be updated. No one’s going to be paying attention to the network and things are going to be less safe and secure at these places.”

**Library IT staff often do not have formal security training** Several of our participants describe either themselves, their coworkers, or their supervisors as coming from primarily non-technical backgrounds. This hampers their ability to identify and implement technology that could mitigate surveillance, provide better privacy, enable ease of use, and/or reduce costs. P03, for example, started as a circulation assistant at their university, and eventually came to work there full time as an IT staff member, but did not pursue a degree in computer science or information technology.

P04 indicates that they have little understanding of how the infrastructure works because they have not been trained:

P04: “To be honest, I don’t fully understand the tech infrastructure that we are utilizing. There’s no effort made to educate me on it.”

This is, in part, because the library administration does not necessarily prioritize technical qualifications when they employ IT staff, and because personnel with both library and IT qualifications can be hard to find:

P02: “The way they hire people is a little bit strange. Like the way they hire library technical assistants, for example, you don’t need any IT credential. They can have library technical assistants that are just like, library-centric, and then library technical assistants that are just IT-centric.”

Only one participant, P08, reported having formal education in both library science and IT, via a library degree with an IT concentration. However, P08 noted that this background is unusual, and that a lack of similarly trained professionals (which, according to them, seems to be the norm) hurts libraries’ ability to achieve their privacy goals:

“Individual libraries…don’t have the resources to have a privacy person…dedicated privacy trainers or data governance…I’m also seeing a whole number of libraries who are struggling with privacy issues, and there are a lot of gaps that are being filled by some people in the profession, but there’s not many people who are dedicated database privacy and security folks.”

**Library IT staff can be limited by outside decision-makers** Participants note that sometimes those making decisions about technology that affect patron privacy and ease of access are not familiar with the library or deeply knowledgeable about how it operates. As a result, changes made for the sake of security are not always in line with patron interests and capabilities, and IT staff are then left to deal with the resultant frustration that patrons experience.

For example, P06 described the administrative bodies responsible for purchasing system upgrades’ lack of engagement with patrons’ day-to-day challenges as a barrier to availability and usefulness of computing services, especially when updates disrupt tasks and interfaces that patrons are accustomed to:
P06: “Most directors are fully administrative. And so I think sometimes directors or IT managers might not consider the same things I do, because I’m the one helping the patrons, so I know what a pain that’s going to be if Windows decides that, what was the version where they decided to put the start menu in the upper right hand and some of the lower left? It was horrible, you had to explain it to every single person that used it. I think, when it comes to upgrading public stuff… I think very hard about that.”

P01 notes frustration with administrative bodies comprised non-librarians and people without strong commitment to the library:

P01: “Most of the people who are in library administration are not librarians and [in] that mindset. A lot of them, they’re like MBAs, and even worse, like the library board is usually a bunch of local real estate developers who just want to pad their résumé. They don’t actually use the library, they don’t really understand how it functions.”

P02 says that decision-makers who are out of touch also don’t know how to make staffing decisions that could better support their goals and resource constraints:

P02: “If they hired a real IT tech, they could just handle everything here for a much cheaper cost, but maybe they’re just scared of that. A lot of the administration in the library doesn’t really understand technology too well.”

Library decisions and policies are also sometimes determined by city or county government and their centralized IT staff. P05 described how this can cause tensions in priorities and values:

P05: “If you’re not a large library, your IT is probably the city’s IT department, which makes it really challenging because they don’t understand libraries… [County name] County’s IT staff doesn’t really have an understanding of how libraries work and you know, if the manager doesn’t really care, the staff isn’t going to really care to learn.”

6 Discussion

In this section, we explore Sen’s concept of capabilities and discuss larger themes and takeaways from these results, particularly around high-level goals and conflicts with other resources and stakeholders. We echo those in the Privacy Enhanced Technologies (PETs) community that have called for a systematically nuanced approach to understanding people’s context, freedoms, values, motives, and abilities, advocating for a departure from an idealized usability approach to a capabilities approach [16].

6.1 Sen’s capabilities applied to library IT

Sen stipulates that a community should define their own capabilities. In the context of our study, we agree with Sen that capabilities are most usefully defined by those who have insight into day-to-day library activities, including the nuances of what patrons want and need from library IT resources, and library IT staff are often well positioned to do so. We therefore allow our participants to define those capabilities, rather then using an existing framework like that provided by Nussbaum [41]. We find that library IT staff take a contextual or intersectional approach to supporting their patrons [39]: recognizing, for instance, that mitigating surveillance concerns can be highly valued capabilities because they support other sets of capabilities like freedom to access information for employment and social services, etc.

Like Sen, library IT staff think about capabilities both as negative rights (e.g., protection from police surveillance) and as positive rights (e.g., access to coding software that would allow them to perform their job) [32]. Library IT staff perceive that information freedom is tied to privacy guarantees; while those freedoms are articulated through different capabilities in different contexts (e.g., anonymous logins, non-city-dependent IT infrastructures, etc.), the relationship between the goal of information freedom achieved through those capabilities and economic, social, transparency and protective security is ultimately clear [54]. We point this out because privacy strategies are not simply ends in and of themselves, but part of a larger strategy toward achieving freedom.

Library IT staff also understand that while access to internet resources is a critical professional resource, access by itself is not enough. Privacy protocols can create a barrier that makes access less fluid or useful (e.g., security and privacy policies preventing patron usage of preferred software), but can also enable security for patrons to engage with internet resources (e.g., obtaining information about sensitive or stigmatized subjects without fear of retribution).

Throughout our discussion, we highlight the specific metrics that are relevant to understanding enhancement of capabilities of library IT patrons and to making recommendations and evaluating them.

6.2 Privacy needs and moral capabilities

Many of the participants were acutely aware of their role as defenders of values: allowing patrons to use internet technologies without being surveilled by the library, other patrons, or outside entities. This role is ingrained in library values, and, as one of our participants told us, these values are more critical (and possibly more difficult) to teach than IT skills.

Above all, library IT staff considered surveillance to infringe on patron’s capabilities—such as freedom to find employment and information, or access other critical resources or social services, etc.—and were mostly willing to put aside li-
library security concerns for this moral objective. Indeed, Sen’s moral approach (which relies on the community to adjudicate value [55]) fits our context well because, as we find, library IT staff are most adamant about protecting their patrons from law enforcement. This view stands somewhat in opposition to the normative view of Rawls’ distributive justice [47, 48] and Walzer’s communitarianism [61], in that it challenges government and legal institutions and does not necessarily or entirely put faith in fair distribution of goods or the collective good. Rather, Sen’s consequentialist conception of justice deeply considers social realities and aims to eliminate injustice [50], to consider value “not by the resources or primary goods the persons respectively hold, but by the freedoms they actually enjoy to choose between different ways of living that they can have reason to value” [51].

Library IT staff are also attuned to the need to provide basic skills and privacy education to their patrons. Both of these services are critical to enhancing capabilities, which are about quality of access to achieve freedoms which patrons value, rather than simple availability of devices. That said, librarians face constraints in delivering on this promise because of external vendors, decision-makers, and limited financial resources, staff, and training.

However, security and privacy measures can sometimes be a deterrent or disappointment for patrons, especially those who use library resources in lieu of home computers. Despite library IT staff’s best efforts, these measures can hamper capabilities linked to fundamental economic freedoms, for example when data is erased after a session or when patron’s can’t install software they need for work or education. This paradoxically conflicts with library IT staff’s perception that they have nurtured capabilities in support of economic, social and social security. At other times, library IT staff prioritize providing easy access to PCs, as if they were patron’s own, even when this introduces privacy concerns, e.g., when patrons send their tax information to library email addresses to access the printer. Library IT staff essentially must make nuanced assessments about which structural threats to privacy are (not) severe enough to warrant limiting other useful capabilities.

**Recommendations:** Computing researchers and software developers should consider how to create better affordances that can support security and privacy while still allowing people to have an experience on public computer that is more comparable with personal devices. For instance, libraries might offer the ability to run virtual environments on their PCs for patrons that want to use Zoom, Xcode or other unsupported software.

Library staff should be more explicit about their strategies and the tradeoffs they make when considering patrons’ privacy. To better socialize the idea that devices are/should be used as impermanent tools, library IT staff should, at very least, put signs on the computers to indicate what data will be erased and why. Additionally, libraries might consider ways to offer printing that might better balance access and privacy. Building on Sen, we also recommend that library IT staff measure the success of these interventions based on how they are valued by patrons, once patrons are informed about the rationale [42]. For example, a metric for gauging the value of Deep Freeze might be to understand if more patrons use computers or use them for longer once staff provide context for Deep Freeze.

### 6.3 Values in conflict with resources, decision-makers, and other institutions

While avoiding monitoring and not requiring logins are essentially free, library IT staff must sometimes invest in software to ensure that patrons’ data is never stored, and this can sometimes create barriers. For libraries with more funding, software enables them to do this quite easily—though, as some mention, they must remind patrons to sign out of computers to ensure that they do their part. Libraries with less funding may struggle since free, open-source alternatives are resource-intensive and possibly esoteric.

In contrast, protecting patrons from vendors that provide critical services like printing or ebook access may feel out of reach due to lack of leverage, and protecting against malicious threats like phishing or identity theft may feel beyond library IT staff’s skill level. In other cases, library IT staff feel constrained by out-of-touch decision-makers (who sometimes consider only superficial access to IT resources, rather than more complex capabilities) from making nuanced tradeoffs in support of their patrons’ capabilities.

While the ALA advises libraries on how to navigate third-party vendor selection to choose vendors with policies that better secure patron privacy [1], library activists argue for providing encryption and ensuring that the library is the primary data steward [57]. The latter requires that libraries take on a more proactive role, that library IT staff be more sophisticated, and that vendors be more transparent about data policies. Managing these relationships as the ALA advises is therefore challenging, especially since libraries realistically have few options when selecting vendors.

**Recommendations:** When library staff are constrained by resources, third-party opacity, or skill level from better supporting patron capabilities—including security and privacy—there is an opportunity for the security and privacy community to provide support. Researchers could use measurement studies to provide some transparency into vendor-provided tools, develop open-source projects to better support library needs with lower cost and less surveillance, and provide more user-friendly interfaces as well as training to help library IT staff in their nuanced decision-making. Further, the security and privacy community has an obligation to develop new metrics that better align with enhancing capabilities: measuring
whether and how security and privacy can enhance amount and quality of IT access when patrons feel protected.

6.4 Future work

This paper primarily discusses the perspectives of library IT staff members in the United States. However, while we did not include them in the final analysis, we did interview two participants that worked in libraries in non-U.S., albeit Western countries. While we believe that the contexts of these two participants’ libraries were not significantly different from those presented in this paper, we did exclude them from our findings given that they comprised a relatively small proportion of our participant pool. More work should be done to understand the security and privacy priorities and tradeoffs that library IT staff members make in other countries.

Recommendations: Researchers should seek to capture and convey the experiences of library IT staff members in countries around the world to better understand the international perspective of library IT staff’s role in the greater security and privacy community.

7 Conclusion

We spoke with library IT staff members about their privacy and security protocols and policies, the challenges they face implementing them, and how this all relates to their patrons. We found that participants are primarily concerned with protecting their patrons’ privacy from threats outside their walls, such as police and government authorities and third-parties, and occasionally from other patrons who also use the devices. Despite their dedication to patron privacy, library IT staff frequently have to grapple with tradeoffs primarily associated with supporting patron capabilities—i.e., providing easy access to internet technologies or third-party resources and protecting library infrastructure while also ensuring patron privacy. These tradeoffs point to opportunities for libraries to offer affordances that better balance patrons’ access needs with privacy but may require, as participants suggest, decision-makers who are more attuned with the needs and challenges of patrons, and for privacy and security researchers to develop tools that could help to address these tradeoffs while also fitting within the unique constraints of library systems. For security and privacy researchers, library IT staff provide important insight into what is at stake when we take privacy values seriously, because they oversee an environment that represents a critical intersection between people’s access to vital digital resources and fundamental privacy issues like freedom to search for information and seek government assistance without surveillance.
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