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Bits Under the Mattress

Understanding Different Risk Perceptions and Security Behaviors of Crypto-Asset Users
Svetlana Abramova (svetlana.abramova@uibk.ac.at)

Motivation of the Research A Robust Typology of Crypto-Asset Users Understanding Security Behavior
We identified a typology of 3 user personas: Almost 40% of the hodlers suf- Rookies entrust their keys to
fered substantial losses due to third parties more than other
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© Perceived self-efficacy: the perceived capability to secure T e
| ‘ | | | Crypto-asset users are not homogeneous.
keys and prevent the theft of crypto-assets, e.g.: -2 > 1 0 . 5
| am able to protect my private keys from being stolen. Perceived vulnerability - No “one-size-fits-all” wallet design
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