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Abstract

Carrier sensing is a key mechanism that enables de-
centralized sharing of unlicensed spectrum. However,
carrier sensing in its current form is fundamentally un-
suitable when devices transmit at different power lev-
els, a scenario increasingly common given the diver-
sity of Wi-Fi APs in the market and the need for Wi-
Fi’s co-existence with new upcoming standards such as
LAA/LWA. The primary contribution of this paper is a
novel carrier sensing mechanism – skip correlation – that
extends carrier sensing to accommodate multiple trans-
mit power levels. Through an FPGA based implementa-
tion on the WARP platform, we demonstrate the effec-
tiveness of our technique in a variety of scenarios includ-
ing support for backward compatibility.

1 Introduction
The number of public Wi-Fi hotspots worldwide is over
50 Million and growing rapidly [11]. Increasingly, many
hot-spots, often deemed “extended range”, transmit at
up to 10× higher power than most relatively cheap
home routers. For example, a Cisco Aironet 1570 Se-
ries hotspot [1] transmits at the maximum FCC allowed
power of 1W (30dBm) while the Airport Express AP [2]
transmits at 100mW (20dBm).

We motivate this paper by asking, “how does a high-
power hot-spot affect neighboring low-power APs?” We
emulate this scenario using two identical Wi-Fi APs (TP-
LINK Archer C7), 1W-AP and 100mW-AP, with their
transmit powers set to 1W and 100mW respectively, and
connected to identical laptops, L1 and L100. The APs
and their respective clients are placed at two different
non-line-of-sight locations separated by walls but oper-
ate on the same 5 GHz channel 165 with no other APs
present to interfere. First, L100 initiates a TCP down-
load through 100mW-AP and 10 seconds later L1 does
the same through 1W-AP. As seen in Figure 1, as soon as
L1 initiates its download, L100’s throughput drops from
87Mbps to a few Mbps i.e., L100 nearly starves. Once
L1 finishes, L100 resumes at full throughput.

This starvation occurs when high-power devices don’t
sense and back-off to transmissions from low-power de-
vices [14]. To avoid collisions, the Wi-Fi standard re-
quires devices to sense the channel and ascertain that it
is “free”before transmitting. A channel is defined to be
free if the ambient power is less than −82dBm, deemed
carrier sensing threshold [9] (CST ). In our experiment,

Figure 1: 100mW-AP starvation
Figure 2: Reason for
starvation

100mW-AP received 1W-AP’s transmissions at around
-78dBm (> CST) (Figure 2). Since 100mW-AP trans-
mitted at 10dB (10×) lower power, 1W-AP received
100mW-AP’s transmissions at -88dBm (<CST). Thus,
while 100mW-AP sensed 1W-AP’s transmissions and
backed-off, 1W-AP did not sense and yield to 100mW-
AP’s transmissions, resulting in near starvation.

In this paper we design a novel carrier sensing mecha-
nism, skip-correlation, that addresses the above problem
while supporting multiple different power levels. Skip-
correlation satisfies the following properties:

• Sensing symmetry. A higher power device senses and
backs off to all lower (or equal) power devices that
sense its transmissions; however it does not sense
and back off to transmissions from any other de-
vice, as this would result in an unnecessary loss in
its throughput.

• No collateral damage. Device to device sensing in-
teractions that would not have suffered from sensing
asymmetry using existing Wi-Fi standard, remain un-
affected.

• Simple hardware implementation. Allows easy re-
use of existing Wi-Fi carrier sensing digital circuitry.

In Section 2 we show why the first two properties are
required in multi-power level scenarios to ensure that
while higher power devices share equitably, devices that
do no harm are not adversely affected.
Multi-Power Carrier Sensing Threshold Rule. A key
observation in our paper is that in order to satisfy the
above properties, a sensing device must use a CST value
that is dynamically determined. Specifically, we show
that a sensing device must use a CST value that de-
pends on both, its own transmit power Psense, and that of
the transmitting device PXmit, as captured by the multi-
power CST rule (Eqns 1a, 1b, Section 2). This depen-
dence of CST on PXmit poses a key challenge since the
sensing device will not know a priori, the identity of the
transmitter or its power, PXmit. Further, as per the Wi-
Fi standard, carrier sensing must occur within the first
4µs of the packet transmission [19], long before packet
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decoding begins. In Section 3, we consider several al-
ternatives that satisfy the Multi-Power CST rule but fall
short in terms of their implementation viability.
Skip-Correlation. For carrier sensing, Wi-Fi receivers
correlate against a standard preamble that is transmitted
at the beginning of each packet. The channel is deemed
busy if the correlation value is greater than a thresh-
old. Skip-Correlation relies on the property of correla-
tion based sensing that doubling the number of samples
used in correlation is equivalent to using a CST that is
3dB lower (Section 4). In Skip-correlation, while the
highest power device correlates against the entire pream-
ble (to allow for lowest CST value), lower power devices
skip certain parts of the preamble and correlate against
lesser samples. A reverse trend applies to the pream-
bles being transmitted – while the lowest power transmit-
ter transmits the entire preamble (to allow being sensed
by the highest power device), higher power transmit-
ters transmit only a part of the preamble. The preamble
parts to be transmitted and those to be used in correla-
tion while sensing depend on the transmit power of the
device. These parts are carefully chosen to satisfy the
Multi-power CST rule, enabling higher power devices to
defer to far away lower power devices (avoiding starva-
tion) while simultaneously allowing lower power devices
to not defer to other low pow far away devices (avoiding
collateral damage).
Hardware Implementation and Backward Compati-
bility. Skip-correlation can be implemented as a minor
hardware circuit modification to the popular Schmidl-
Cox correlator used in Wi-Fi today and requires only
a few additional delay elements and adders. We have
extended WARP’s existing Wi-Fi implementation to in-
corporate skip-correlation (Section 6). We demonstrate
that skip correlation implemented on up to 6dB higher
power devices can protect unmodified 100mW devices,
thus, supporting backward compatibility. Note that the
6dB limitation only applies when backward compatibil-
ity is desired. Skip-correlation technique does not have
this limitation when green field preambles are used. We
demonstrate the effectiveness of skip-correlation for gen-
eral multi-power carrier sensing among nodes with 9dB
power difference using a green field preamble(Section 7).
Key Difference from Prior Work. Prior related work
accepts the lack of carrier sensing symmetry as a given
and optimizes the overall network by managing the var-
ious nodes’ transmit powers, rates and/or CST values
(Section 8). However, this won’t work in the earlier sce-
nario of an independent hotspot operator impacting the
home AP. In this paper, we take a fundamentally differ-
ent approach and ensure carrier sensing symmetry in a
fully decentralized manner at the physical layer, while
allowing nodes to independently choose their transmit
powers.

Non-Wi-Fi scenarios. Skip-Correlation is a general
technique and can be used in non-Wi-Fi scenarios.
Sharing with LTE-U, LAA, LWA: New cellular stan-
dards such as LTE-U, LAA, and LWA [10] are being
designed for unlicensed use alongside Wi-Fi. LAA and
LWA use carrier sensing but starvation can occur if a
1W LAA/LWA base-station transmits near a home user’s
100mW Wi-Fi AP.
White Spaces: "White spaces" or unused T.V channels
are available for unlicensed use in the U.S., U.K., Canada
and Singapore [4]. Mobile white space devices, limited
to transmit at up to 100mW, may starve near 1W fixed
base-stations [25].
Summary of our contributions.
• We propose a new Multi-Power Carrier Sensing

Threshold Rule, that can eliminate starvation for low
power devices while not causing collateral damage.

• We propose a novel sensing technique – Skip-
Correlation – that implements the above sensing rule
and renders itself to a simple implementation.

• We implement skip-correlation on WARP FPGA us-
ing a small modification to existing Wi-Fi’s carrier
sensing circuitry that is backward compatible and
demonstrate its efficacy through testbed experiments.

2 Multi-Power Carrier Sensing
Threshold Rule

In this section we first derive the multi-power level CST
rule from first principles. Then, to provide intuition, we
demonstrate how not following the rule can lead to un-
desirable effects with the help of strawmen alternatives.
Sensing Symmetry. Consider devices APH and

Figure 3: Sens-
ing Symmetry

APL with transmit powers PH
and PL, respectively, where
PH−PL=∆ ≥ 0. The circle in
Figure 3 depicts the radius where
APH ’s transmissions are received
at -82dBm. If APL uses a CST of
-82dBm as per the Wi-Fi standard,
it will sense and back-off from
APH ’s transmissions only when
APL is inside the circle. Thus, for sensing symmetry,
APH should sense APL only when APL transmits from
within the circle. When APL is on the circle, APH
receives APL’s transmissions at −82 − ∆. Thus, by
using CST=−82 − ∆dBm, APH ensures that it only
senses APL when APL senses it and no more.
No Collateral Damage. In the previous discussion we
assumed that APL used a CST of -82dBm. While there
is nothing sacrosanct about -82dBm, it is the value used
by the widely adopted Wi-Fi standard. More importantly,
we must ensure that the performance of lower power de-
vices that are not causing sensing asymmetry are unaf-
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Figure 4: Example showing need for Multi-power CTS Rule

Links A->D D<-A A->B B->A D<->E B->D D->B B->E E->B E->C C->E A<->C A->E E->A C->D D->C
RSS -78 -88 -86 -90 -84 -84 -90 -84 -90 -78 -88 -89 -85 -95 -85 -95

Table 1: RSS in dBm for various links in Example in Figure 4

fected. If we were to decrease (or increase) CST for
APL, it would lead to low power devices unnecessarily
backing off (or colliding) with other low power devices,
adversely impacting performance. Thus, when the power
of a sensing device is less than or equal to that of the
transmitting device, we require that the CST value used
(e.g, -82dBm) is unchanged, thereby ensuring no collat-
eral damage.
Multi-Power Carrier Sensing Threshold Rule. In
summary, when device A with power PA senses a trans-
mission from another device B with power PB , the CST
(in dBm) used by sensing device should be,

CST (PA, PB) =

{ −82 if PA ≤ PB , (1a)

−82− (PA − PB) if PA > PB . (1b)

As seen from Eqn 1a, 1b, CST chosen by the sensing
device is dynamic and depends both on its own transmit
power and that of the transmitting device. We now show
the need for such dependence through an example and
contrast it against a few schemes that use fixed CST.
Multi-Power CST Rule vs Fixed Threshold Straw-
men. In our example, there are five APs A, B, C, D,
E transmitting at 1W, 400mW, 1W, 100mW, and 100mW
respectively, as shown in Figure 4(a). Solid circles repre-
sent distance at which received power from an AP drop
to -82dBm. The received powers for each link is pro-
vided in Table 1 for reference. Figures 4(b-e) depict the
interference graphs induced due to various carrier sens-
ing schemes used. When the arrow points from X to Y, it
indicates that Y senses and backs-off from X.
Wi-Fi Standard. As seen from Figure 4(b), with stan-
dard Wi-Fi, there are only two links that can be sensed,
i.e., when A transmits to D and when C transmits to
E. Consequently, both 100mW devices D and E nearly
starve due to 1W devices A and C, respectively.

Skip-Correlation. Skip-correlation uses Eqns 1a,1b to
decide the CST for each link. Thus, 1W-AP uses CST
-92dBm when a 100mW-AP transmits, -86dBm when
400mW-AP transmits and -82dBm when a 1W-AP trans-

mits. Similarly, 400mW-AP uses CST -82dBm when a
1W-AP or a 400mW-AP transmits and -88dBm when
100mW-AP transmits. As seen from Figure 4(c), this
CST choice based on the transmit powers of both de-
vices i.e., transmitting and sensing, ensures that the sens-
ing symmetry is restored between device pairs (A,D) and
(E,C) without effecting any other sensing relationship.

Strawman-I: Preamble Power Equalization. In
Strawman-I, all WiFi transmitters somehow ensure that
preambles are transmitted at the same power of 1W to
make all sensing symmetric.1 This scheme achieves
sensing symmetry since all nodes are equivalent to 1W
nodes from a sensing perspective. However, now all the
lower power devices B, D and E, with their extended
preamble ranges can sense each other (Figure 4(d)).
Consequently, they now back-off unnecessarily to each
other, resulting in reduced overall throughput.

Strawman-II: Lower Fixed CST for Higher Power
Devices. An alternative approach is to make higher
power devices more sensitive to lower power receivers.
In this scheme, unlike the Multi-Power CST rule, we use
a fixed CST value for ease of implementation. The 1W
and 400mW APs use Eqn 1b to derive a fixed CST that
always protects the lowest power device i.e., 100mW AP.
Thus, A and C use a fixed CST of -92dB (-82-10), B uses
a fixed CST of -88dBm (-82-6), while D and E use the
standard CST of -82dBm. This scheme again ensures
sensing symmetry since higher power devices will now
always detect all low power devices. However, due to the
extended sensing ranges, now the higher power devices
A,B, and C sense and back off from each other unneces-
sarily, resulting in reduced overall capacity.

The above examples demonstrate how using a fixed
CST at the receiver or fixed preamble transmit powers
at the transmitter causes collateral damage, undermining
the throughput of higher or lower power devices depend-

1While low power 100mW transmitters are typically not equipped
with power amplifiers to transmit at 1W, one could elongate preamble
lengths to achieve an equivalent scenario.
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Figure 5: CSMA in WiFi

ing on which class of devices they are chosen to protect.
A dynamic CST that depends on the transmit power of
both the sensing and the transmitting device is necessary
to ensure symmetry without causing collateral damage.

3 Approaches for Implementing
Multi-Power CST Rule

The dependence of CST on the transmit power of the
transmitting device poses a significant challenge, since
identity of the transmitter or its transmit power are un-
known a priori to the sensing device. To motivate why
this is a hard problem that requires a nuanced solu-
tion like skip-correlation, we consider two simpler ap-
proaches for implementing Multi-Power CST and show
why these are not practically viable.
Carrier Sensing: A Primer. Carrier Sensing (CS)
in Wi-Fi is achieved by transmitting a special signal,
preamble, ahead of each packet. During CS, devices
continuously try to detect presence of this preamble in
the received signal. In Wi-Fi, the preamble used for CS
is called the Short Training Sequence (STS) and is 160
samples long (8 µs).

Figure 5 depicts how two devices Device1 and De-
vice2 might share spectrum using CS. First, both devices
generate a random counter. In the example in Figure 5,
Device1 and Device2 generate 2 and 3, respectively. Ev-
ery 9µs (Wi-Fi slot-width) the devices decrement their
counters. Device1 counts-down to 0 first at the beginning
of slot 2 and initiates its transmission. Device2 continues
to listen and detects STS from Device1’s transmission
before the end of Slot 2 and backs-off, avoiding a colli-
sion. If Device2 is unable to detect STS from Device1
before the beginning of slot 3, then its counter would
have reached 0 and it would transmit its packet causing a
packet collision.

3.1 Using Headers
We first consider if one can re-use MAC headers to dis-
cover the power of the transmitter. Suppose that every
device maintains a table of transmit powers of all its
neighbors. The listening device can decode the head-
ers of the received packet to determine the identity of the
transmitter and looks up the power of the transmission
to make the carrier sensing decision. Alternatively the
transmitting device could add an additional field in the
headers that encodes transmit power information – this
would avoid the need for the lookup. The key drawback

of these approaches is that they require decoding of head-
ers before the back-off decision can be taken.

As discussed earlier, the Wi-Fi standard requires back-
off decision be taken within 9µs of the packet trans-
mission. The identity of the transmitting device is only
known in the MAC header which arrives about 50µs into
the packet transmission.

The fastest way for the transmitter to let the receiver
know of the transmitter’s power level is by adding an ad-
ditional power level field in the PHY. The earliest this
can be done is in the OFDM symbol immediately after
the LTS (it cannot be added before LTS as LTS is used
for frequency offset estimation – a necessary step before
decoding). Thus, the slot-width would have to be at least
20µs (LTS + STS + 1 OFDM Symbol).

Why can’t we simply increase the Wi-Fi slot width?
Increasing the Wi-Fi slot width to 20µs would result
in more than doubling of the average backoff interval,
severely reducing MAC efficiency and overall through-
put [19].

3.2 Using Orthogonal Preambles
In this approach, a unique preamble is assigned to each
power level. Each of these preambles are orthogonal to
the others and have low cross-correlation properties (like
CDMA codes). Thus, each preamble uniquely encodes
the transmit power level information within itself. A de-
vice transmits the preamble corresponding to its trans-
mit power level. Listening devices now correlate against
all possible preambles simultaneously using a matched-
filter (Appendix B) bank. The bank uses a different CST
for each correlator given by Eqn 1a, 1b for sensing.

There are two key drawbacks to this approach – high
complexity of implementation and need for very long
preambles for correctly inferring the power level. Since
Schimdl-Cox is oblivious to the exact preamble transmit-
ted, it cannot be used in this scheme as it will be unable
to distinguish between the different preambles. As dis-
cussed in Section 6.2, for 4 power levels a matched-filter
approach requires over 1500 multipliers while Schimdl-
Cox and our proposed scheme Skip-Correlation requires
only 5. The other drawback arises from the ability to
distinguish between different preambles and inferring
the correct preamble through cross-correlation. As we
demonstrate in Appendix C, for 4 power levels, even at
128 samples long, the incorrect preamble detections are
as high as 14%. Using preambles longer than 128 sam-
ples will increase Wi-Fi slot width, resulting in low MAC
efficiency. Finally, note that these drawbacks are funda-
mental to this approach and also apply to other imple-
mentations such as Tufvesson [26].

4 Adapting CST
Most Wi-Fi receivers perform carrier sensing by correlat-
ing against the Wi-Fi preamble. Skip-correlation relies
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on a basic property of correlation-based sensing – dou-
bling the number of samples used in correlation is equiv-
alent to using a CST that is 3dB lower. In this section we
explain this property and provide a proof sketch (detailed
proof in Appendix B) for one specific correlation-based
scheme – Schmidl-Cox detection – commonly used in
Wi-Fi devices today and that we modify in our imple-
mentation2.
Schmidl-Cox Preamble Detection Let S(n) be the
preamble of length L samples that is transmitted. The re-
ceived signal Srecv(n) received by the sensing device for
the cases when no preamble was transmitted and when a
preamble was transmitted is given by Eqns 2a, 2b respec-
tively as,

Srecv(n) =

{
N(n) no preamble Xmit, (2a)
S(n)∗H+N(n) preamble Xmit. (2b)

In Eqns 2a,2b, N(n) is the receiver noise, H is the
channel response that captures how the channel trans-
forms the transmitted signal due to effects such as multi-
path fading and, ∗ is the convolution operation.

In Schmidl-Cox detection, S(n) comprises two iden-
tical halves i.e., S(i) = S(i + L

2 ). As the transmission
passes through the channel, each of its halves are effected
by the channel in exactly the same way and are expected
to be identical. Consequently, the receiver correlates two
consecutive L

2 length windows of the received signal as,

C =

∣∣∣∣∣∣∣
i=L

2∑
i=1

Srecv(i)Srecv(i+
L

2
)

∣∣∣∣∣∣∣
2

(3)

A high correlation value (C > Cth) indicates that a
preamble was transmitted and the channel is deemed
busy. The advantage of using Schmidl-Cox is that it is
robust to multi-path effects in the channel.
Detection Probability depends on Product of Re-
ceived Signal Strength and Correlation Length. The
Wi-Fi standard specifies that a signal at -82dBm must
be detected with a probability 90% or higher [9]. Re-
ceiver noise induces variability in the correlation value
C. Choosing a low Cth will result in a high detection
probability, but also increased false detection rate i.e.,
concluding that there is a preamble when there is in fact
only noise. Cth is usually calibrated such that the de-
tection probability is 90% (or some higher value) when
the received signal strength is at -82dBm. Appendix B
describes in detail, how to choose Cth. As shown in Ap-
pendix B, for the operating regime of typical Wi-Fi re-
ceivers, the preamble detection probability is governed
by a χ2

1 distribution with mean,

µ(C) ≈ (LES)
2/4 (4)

where ES is received signal strength of the preamble.
Eqn 4 implies that the probability distribution and hence

2The property holds for other correlation based schemes as well.

Figure 6: A Skip Correlation Example
the detection probability remain approximately unaltered
if the product LES is kept the same.
Adapting CST by changing L. Suppose that when the
received preamble’s signal strength isES = -82dBm and
the number of preamble samples used for correlation is
L, then preambles are detected with 90% probability. By
using 2L samples for correlation instead of L, the same
detection probability would be achieved when ES is at -
85dBm (half of -82dBm). Thus, Eqn 4 can be interpreted
as doubling the number of samples used in the correla-
tion will allow detection at a received signal strength 3dB
lower with the same detection probability i.e., lowering
the CST by 3dB.

5 Skip-Correlation
In this section we describe our proposed scheme – Skip-
Correlation – that implements carrier sensing according
to the Multi-Power CST rule. Our scheme reuses Wi-
Fi’s preamble (STS) and most of Wi-Fi’s carrier sensing
circuits while adding very little extra circuitry.

We first provide the reader intuition for skip-
correlation using an example. Then we formally describe
skip-correlation for N arbitrary power levels, followed
by a proof of how it satisfies the Multi-Power CST rule.

PSense

PXmit 20dBm 23dBm 26dBm 29dBm

L (CST) L (CST) L (CST) L (CST)
20dBm 2γ (-82) 2γ (-82) 2γ (-82) 2γ (-82)
23dBm 4γ (-85) 2γ (-82) 2γ (-82) 2γ (-82)
26dBm 8γ (-88) 4γ (-85) 2γ (-82) 2γ (-82)
29dBm 16γ (-91) 8γ (-88) 4γ (-85) 2γ (-82)

Table 2: Number of samples used in correlation (L) and
CST (in dBm) for all combinations of power levels

5.1 A Skip-Correlation Example
Figure 6 depicts an example with four different power
levels 20, 23, 26, 29dBm with corresponding parts of the
preamble transmitted and correlated against. The entire
preamble is 16γ samples long with two identical halves
of 8γ samples to allow Schmidl-Cox detection. We as-
sume that γ is chosen such that the correlation length
of 2γ samples corresponds to a CST of -82dBm, i.e., it
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provides a 90% detection probability when the received
signal strength is -82dBm.

For each of the 16 transmitter power level (PXmit) and
sensing device power level (PSense) combinations, Ta-
ble 2 lists the number of preamble samples used for cor-
relation (L) and the corresponding CST (in dBm) used
by the sensing device. One can verify that all 16 combi-
nations satisfy the Multi-power CST rule. As seen from
Table 2, CST is reduced only for 6/16 scenarios (marked
as bold) by the necessary amount dictated by the Multi-
Power CST rule to eliminate starvation but remains at
-82dBm for the rest 10/16 scenarios to avoid collateral
damage. We now describe three combinations (gray cells
in Table 2) to provide intuition.
20dBm transmitting, 20dBm sensing. While the 20dBm
transmitter transmits all 16γ samples (T1 and T1’), the
20dBm sensing node only correlates 2γ samples (R1 and
R1’). Thus, the 20dBm sensing device uses a CST of
-82dBm as desired.
20dBm transmitting, 29dBm sensing. The 29dBm re-
ceiver correlates against all 16γ samples (R7 and R7’)
i.e., 8 times more samples than the 20dBm receiver. As
discussed in Section 4, this means that the CST for this
pair is 8 times (9dB) lower than -82dBm or -91dBm.
23dBm transmitting, 26dBm sensing. The 23dBm trans-
mitter transmits preamble parts T2 and T2’. The 26dBm
receiver correlates against pieces R4-R6 and R4’-R6’.
T2 and T2’, however, do not overlap with R6 and R6’.
Thus no preamble samples are transmitted for R6 and
R6’ to correlate upon. Consequently, correlation occurs
only over the 4γ samples R4, R5, R4’ and R5’. Thus, the
CST for this pair is 2 times (3dB) lower than -82dBm or
-85dBm.

5.2 Notation Used
We now outline the notation used for describing the parts
of preambles to be transmitted and correlated against for
a general scenario with N power levels.

• The Preamble : The entire preamble has L samples
and is denoted by S = [S1,S2, · · · ,SL] with its left
half SLH identical to its right half SRH .

• Transmitted Preamble: The preamble transmitted by
a device with power level P comprising multiple
pieces is denoted by SXmitP with its right and left
halves as SXmit,LHP and SXmit,RHP .

• Correlated Preamble: The preamble correlated
against is denoted by SRecvP comprising SRecv,LHP

and SRecv,RHP as its identical left and right halves.
• Preamble Part: A part of the preamble from sample

index i to j is denoted as S[i, k] = [Si,Sj , · · · ,Sk].
• Union : C = A ∪ B, indicates that a preamble C

contains pieces from both preambles A and B.

Figure 7: Skip Correlation for P1 < P2 < · · · < PN

• Intersection: A ∩B denotes pieces that are common
to both A and B.

5.3 Arbitrary Transmit Powers
In this section we describe Skip-Correlation for general
scenarios where devices may choose from N distinct
power levels P1 < P2 < · · · < PN .

For the following discussion, we assume that any sub-
part of the preamble with γ samples along with its identi-
cal copy e.g.,S[1, γ] and S[L2 + 1, L2 + γ], ensures detec-
tion at -82 dBm (or some other standard specified value).
The entire preamble S has L = 2γ PN

P1
samples with its

first half identical to its second half. Figure 7 depicts the
first half of the preambles transmitted and correlated by
various devices (the second half is identical).
Preamble Transmission. A device with transmit power
Pk transmits SXmit,LHPk

comprising the first γ PN

Pk
of the

preamble and its copy in the second half i.e.,

SXmit,LH
Pk

= S

[
1, γ

PN

Pk

]
(5)

This ensures that devices of all power levels transmit the
same amount of total preamble energy of 2γPN .
Preamble Reception. A device with transmit power
level Pk correlates against k different pieces of the
preamble in the left half captured in SRecv,LHPk

and its
shifted copy in the second half, i.e.,

SRecv,LH
Pk

= S[1, γ] ∪
i=k−1⋃
i=1

S

[
γ

PN

Pk−i+1
, γ

PN

Pk−i+1
+ λk,i

]
(6a)

λk,i = Pkγ

(
1

Pk−i
−

1

Pk−i+1

)
(6b)

The first piece is S[1, γ]. The rest k − 1 pieces, have
lengths λk,i, i = 1, · · · , k − 1 starting at sample number
γ PN

Pk−i+1
.

Proof of Correctness. When a device transmits at a
power level Pi to a device with transmit power level Pk,
the following properties P1 and P2 always hold,

232    14th USENIX Symposium on Networked Systems Design and Implementation USENIX Association



Figure 8: High Level View of Changes between Stan-
dard Schmidl-Cox and Skip-Correlation

• P1 : if Pi ≥ Pk the correlation is only against
S[1, γ], which is 2γ samples corresponding to a CST
of -82dBm.

• P2 : if Pi < Pk the number of preamble samples
correlated at the receiving device (in SXmitPi

∩SRecvPk
)

is 2Pk

Pi
γ – corresponding to a CST that is Pk

Pi
lower

than -82dBm i.e.,−82−(PkdB−PidB) in log-scale.

Thus, CST used in skip-correlation matches the Multi-
Power CST rule. The proof of these properties is pro-
vided in Appendix A.

6 Design and Implementation
Schmidl-Cox detection is typically implemented on an
ASIC in the Wi-Fi card as a digital circuit. Skip-
Correlation can be realized through a minor modifica-
tion of Schmidl-Cox. Hence, we start by describing how
Schimdl-Cox correlation is implemented and then ex-
plain how to modify it to implement Skip-Correlation.

6.1 Skip-Correlation Circuit Design
The block-diagram of Schmidl-Cox detector is provided
in Figure 8. The received signal is a sequence of complex
samples with I (real) and Q (imaginary) parts. D(x)
blocks are delay elements that introduce a delay of x
samples and usually implemented using FIFO of depth
x elements. The complex conjugate multiply block takes
two complex samples s(i) and s(i + L

2 ) to perform the
operation s(i)′s(i + L

2 ), where ′ denotes the complex
conjugate operation. The real and imaginary parts from
the complex conjugate multiplier are each fed into an
running sum block (described later in this section) that
maintains the sum of the last L2 samples. Finally, the real
and imaginary parts of the running sum are squared and
added to be compared against the threshold Cth.
The only change required to implement Skip-Correlation
is to replace the running-sum (RS) block of Schmidl-Cox
by a running sum of parts (RSP in Figure 8).
Circuit for Running Sum used in Schmidl-Cox The

Figure 9: Running sum block in Schmidl-Cox with
History Length x.

running sum over the past x samples in Schmidl-Cox is
implemented by the following equation,

sum(i+ 1) = [s(i+ 1)− s(i− x)] + sum(i) (7)

The circuit implementation for a running sum RS(x) is
provided in Figure 9. A-B block subtracts B from A,
and this case produces s(i + 1) − s(i − x) and

∑
is an

accumulator that continuously adds its inputs.
Circuit for Running Sum of Parts in Skip-Correlator.
The circuit for running sum of preamble parts is funda-
mentally the sum of several running sums, one for each
piece of the preamble and is given in Figure 10. Using
the same notation used in Section 5.3, for a device with
power level Pk the Skip-Correlator is a cascade of k run-
ning sum blocks and delay elements. The only exception
is PN which correlates the entire preamble and is simply
RS(L2 ).

6.2 Circuit Complexity
In this section we analyze the circuit complexity of
implementing the Skip-Correlator and the orthogonal
preambles proposal (Section 3.2) and compare them
against Schmidl-Cox. Since multipliers and adders con-
stitute the most expensive elements in these circuits we
measure complexity by the number of multipliers and
adders required.
Schmidl-Cox. In the overall Schmidl-Cox circuit there
is one complex conjugate multiplication (3 multipliers
and 4 adders [17]), two RS blocks (2 adders in each),
two multipliers for squaring real and imaginary parts and
finally another adder – a total of 5 multipliers and 9
adders.
Skip-Correlation With N power levels. The only
change in implementing the Skip-Correlator is the RSP
block. A receiver with power level Pk has 2k RS blocks
(each with 2 adders). Thus, the complexity is given by
5 multipliers and 4k+5 adders. The device at PN−1 will
have the greatest complexity at 5 multipliers and 4N + 1
adders. For 4 power levels this corresponds to 5 multi-
pliers and 17 adders.
Orthogonal Preambles - Multiple Matched Filters.
Unlike Schmidl-Cox, correlation against a matched filter
(Appendix B ) cannot be implemented using a running
sum. Thus, it requires L complex multipliers for com-
puting each of L products and finally L

2 adders for com-
puting the sum of the products using a binary tree. Two
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Figure 10: Circuit for Running Sum of Parts in Skip-Correlator.

multipliers are needed for squaring the real and imagi-
nary parts and finally an adder to compute C. This adds
up to 4.5L + 1 adders and 3L + 2 multipliers. If there
are N power levels, there will be N matched filters in
the correlation bank leading to 3NL+ 2 multipliers and
4.5NL + 1 adders. As shown in Section B, for N = 4,
we will need L = 128 in order to achieve a false positive
rate < 10−3. Thus, the circuit for orthogonal preambles
will need over 1500 multipliers and 2300 adders. This
demonstrates that implementing the orthogonal pream-
ble approach is not practically viable and has at least two
orders of magnitude higher complexity.

6.3 Implementation on WARP

Figure 11: Green Field and Backward Compatible Skip-
Correlation Preambles Transmitted by Various Nodes

The WARP software defined radio platform provides
an implementation of Wi-Fi with Schmidl-Cox correla-
tion for CS. We modified this Schimdl-Cox as shown
in Figure 8 to implement a four power level skip-
correlation.
Correlation Lengths Used. Wi-Fi standard requires that
carrier sensing be performed within the first 4µs [19] of
the 9µs slot. Since most modern day commercial Wi-Fi
radios have a noise floor of -91dBm or less [3, 7, 8], we
consider 0dB SNR as corresponding to -91dBm. Thus,
9dB SNR corresponds to -82dBm. As discussed on
Section B, at 9dB SNR, L = 8 samples suffices for
Schmidl-Cox to give a false positive rate below 10−6;
thus for our Skip-Correlation we choose γ = 4. The full
preamble length for supporting 9dB power difference is
L = 8 ∗ 2 ∗ γ = 64. Thus, we use only 64 of the 160
samples of the WiFi STS for skip-correlation sensing.
Skip-Correlation Green Field Preambles. Figure 11
depicts the Green Field preambles used for transmitting

for each of the four different power levels. Note that Wi-
Fi has other preambles (e.g., LTS, MIMO preambles etc.)
that come after the STS – these are unaffected and hence
not shown. In our design we reuse the WiFi-STS as much
as possible. Only the highlighted parts of the STS pream-
ble are used for carrier sensing in skip-correlation. The
rest of the preamble is used for other functions such as
AGC gain estimation and DC-offset correction. In our
trials we found that it was necessary for the even the
100mW device required a gap of 16 samples between its
two halves. This is because, in absence of the gap, multi-
path from previous samples distorts the second half. This
addition of zeros requires changing the delay element
D(L2 ) in Figure 8 to D

(
L
2 + 16

)
. However, even with

zeros, skip-correlation carrier sensing occurs within first
80 samples (4µs).
Skip-Correlation Backward Compatible Preambles.
Given the large number of 100mW legacy devices, we
want Skip-correlation to work in a backward compat-
ible mode in the presence of legacy 100mW devices.
Through experimental trials we found that several legacy
phones and low power routers did not work with the
Green Field Preamble shown in Figure 11. Our trials
indicated that many legacy devices require additional
2-3 contiguous STS sequences within the first 4µs to
function correctly. We guess that, these devices take
longer time for AGC stabilization and DC-offset correc-
tion. Thus, our Backward Compatible WiFi STS pream-
ble (Figure 11), introduces 3 additional STS sequences
within the first 4µs. However, with this change we can
only support up to 6dB power diversity. Thus, in our this
mode we choose only three power levels 20dBm, 23dBm
and 26dBm.

7 Testbed Results
We first present experimental results demonstrating the
effectiveness of skip-correlation in a backward compat-
ibility setting with legacy low power Wi-Fi routers and
smartphones, for power differences of up to 6dB. We
then present a detailed analysis of how skip-correlation
ensures symmetry when four power levels spanning 9dB
in power difference co-exist. All experiments were con-
ducted on an unused 20 MHz Wi-Fi channel in the 5 GHz
band.

7.1 Backward Compatibility Experiments
In this section, we use the three settings shown in Fig-
ure 12 to answer the question: how well does skip-
correlation work in the presence of legacy Wi-Fi APs and
phones?
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a) Experiment 1
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+3dB +3dB

b) Experiment 2 c) Experiment 3

Nexus 5x

Samsung Galaxy S3

TP-Link Archer C7

WARP

A B B can sense A

Figure 12: Experimental setup with legacy Wi-Fi devices

In all the experiments, we use a mix of off-the-shelf
TP-Link Archer C7 APs and WARP APs, each associ-
ated with one smartphone, and performing an iperf udp
download to the smartphone (tcp results are qualitatively
similar). The Archer C7 APs use auto-rate and MIMO
(2X2) while the WARP APs are set to operate at a fixed
PHY rate of 6 Mbps. Each node is only aware of its
own configured transmit power and has no explicit infor-
mation about the transmit power or other information of
any other nodes. In isolation, the TP-Link client gets an
average UDP throughput of 86 Mbps while the WARP
clients get an average UDP throughput of 4.4 Mbps.

In the first setting (Figure 12(a)), there are 3 APs and
3 smartphones, where one of the APs is TP-Link Archer
C7 router and the other two APs are WARP devices. The
two WARP APs act as high power APs with 3dB higher
power than the TP-Link AP. The nodes are placed such
that, when all APs run the standard Wi-Fi, the WARP
nodes are unable to sense the TP-Link AP while the TP-
Link AP can sense the WARP nodes. Further, the WARP
nodes are able to sense each other. At time t = 0s, the
TP-Link AP starts the download to its client and at time
t = 20s, the two high-power WARP APs start their re-
spective downloads. Finally, at t = 180s, the high-power
APs stop their download.

The results without and with skip-correlation are
shown in Figures 13 and 14, respectively. The y-axis
on the left shows the throughput for clients connected to
the fixed rate WARP AP while the y-axis on the right
shows the throughput for client(s) connected to TP-Link
AP. With standard Wi-Fi, one can clearly see in Figure 13
that the client connected to TP-Link AP nearly starves –
0.94 Mbps average throughput whenever the high power
WARP APs are in operation while the WARP clients each
get about 2.15Mbps (or about half the time-share). With
Skip-correlation, the starvation is eliminated in Figure 14
and the three nodes share approximately equally in time
– the low power client gets an average throughput of
24 Mbps (28% of 86 Mbps, about one-third) while the
clients connected to WARP get 1.4 Mbps each on aver-
age (32% of 4.4 Mbps, about one-third).

The second experiment (Figure 12(b)) also has three
APs but with three different power levels: the TP-Link
AP is the low power AP and the two WARP APs are at
3dB and 6dB higher power, respectively. The nodes are
placed such that, when all APs run the standard Wi-Fi,
the lower power APs are able to sense the higher power
APs, but not vice-versa. At time t = 0s, the TP-Link
AP starts the download to its client and at time t = 20s,
the two higher power WARP APs start their respective
downloads. Finally, at t = 180s, the higher power APs
stop their download.

The results without and with skip-correlation are
shown in Figures 15 and 16, respectively. With stan-
dard Wi-Fi, one can clearly see in Figure 15 that the two
clients connected to the TP-Link AP and +3dB WARP
APs mostly starve (average throughputs of 1.3Mbps and
0.24Mbps, respectively) whenever the +6dB WARP AP
is in operation (whose client gets average throughput of
4.3 Mbps). With Skip-correlation, the starvation of both
the TP-Link AP and +3dB WARP APs are eliminated
in Figure 16, and all three clients again get about one-
third the time-share (average throughputs of 24.2 Mbps,
1.36 Mbps and 1.44 Mbps).

In the third experiment (Figure 12(c)), there are 4 APs
and 4 smartphones, where two of the APs are TP-Link
Archer C7 and the other two APs are WARP devices.
The two WARP APs act as high power APs with 3dB
higher power than the TP-Link APs. The nodes are
placed such that, when all APs run standard Wi-Fi, the
WARP APs are unable to sense the TP-Link APs while
the TP-Link APs can sense the WARP APs. Further, the
two WARP APs cannot hear each other. At time t = 0s
and t = 15s, the two TP-Link APs start their down-
load to their respective clients and at time t = 30s and
t = 45s, the two high-power WARP APs start their re-
spective downloads. Finally, at t = 180s, the high-power
APs stop their download.

The results without and with skip-correlation are
shown in Figures 17 and 18, respectively. With standard
Wi-Fi, as seen in Figure 17, the two clients connected
to the low-power TP-Link APs starve (average through-
puts of 1 Mbps and 1.8 Mbps) whenever the WARP APs
with 3dB higher power are in operation (WARP clients
get average throughputs of 4.3 Mbps each). With skip-
correlation, the starvation is eliminated in Figure 18, with
all four clients getting one-half time-share each (aver-
age throughputs of 39 Mbps, 43 Mbps, 2.1 Mbps and
2.2 Mbps).

7.2 Green Field: Micro-benchmarks
We now look at what happens with skip-correlation
under-the-hood. For these experiments we support
four power levels 20dBm, 23dBm, 26dBm and 29dBm
and consequently use the green field preamble patterns
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Figure 13: Standard Wi-Fi: Expt. 1
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Figure 14: Skip-Correlation: Expt. 1
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Figure 15: Standard Wi-Fi: Expt. 2
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Figure 16: Skip-Correlation: Expt. 2
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Figure 17: Standard Wi-Fi: Expt. 3

0 50 100 150 200 250
Time (s)

0

2

4

6

8

H
P

T
hr

ou
gh

pu
t

(M
bi

ts
/s

)

0

25

50

75

100

125

150

L
P

T
hr

ou
gh

pu
t

(M
bi

ts
/s

)

WARP High Power 1 3dB

WARP High Power 2 3dB

TP-Link Low Power 1 0dB

TP-Link Low Power 2 0dB

Figure 18: Skip-Correlation: Expt. 3

shown in Figure 6 implemented on WARP nodes. We use
received SNRs to calibrate our experiments. Our goal is
to demonstrate that skip-correlation ensures carrier sens-
ing symmetry for all pairs of devices.
7.2.1 Establishing Cth
Cth is determined from the false negative detection
curves when the received power is -82dBm (Ap-
pendix B). Thus, we placed two WARP nodes in line-
of-sight to minimize signal variation and adjusted the
transmit power of one such that the other received at
9dB SNR (-82dBm). We then collected samples from
30,000 transmissions each separated by 1 second (almost
over 9 hours). There was about 5dB variation in re-
ceived power despite line-of-sight since there were peo-
ple moving during the course of the experiment. To en-
sure that the received powers were as close to -82dBm
as possible we considered only those transmission that
had received SNRs in the range 9 ± 1 dB, which were
little over 10000 in number. We then computed P (C|
Xmit, −91dBm,−82dBm) for the Skip-Correlator us-
ing a histogram with 100 bins over the collected data.
We also computed P (C| No Xmit, −91dBm) by cor-
relating against the noise samples. Using these dis-
tributions we then computed the false negative curves
η−(C|−91dBm,−82dBm) and the false positive curve
η+(C|−91dBm) using Eqn 15 and Eqn 16, depicted in
Figure 19. The curves are “close” to the theoretically
predicted curves in Appendix B, Figure 22. Using the
point at η− = 0.1 in the curve, we established Cth as

shown in Figure 22; it was found to be about -15.7, very
close to the theoretically predicted value of -15.5 in Fig-
ure 22. The false positives corresponding to this thresh-
old are very small. We use this value of Cth in all the
following experiments.

7.2.2 CS Symmetry
In this experiment, we use two WARP devices A and B
to test carrier sensing symmetry. Due to space considera-
tions, three node experimental results are in Appendix D.

We conducted carrier symmetry experiments at four
different non-line-of-sight location pairs L-91, L-88,L-
85 and L-82. For each location pair, locations of both A
and B were changed in a way that for the location pair
L-X, the devices were so placed that when one device
transmitted at 20dBm transmit power, the other would re-
ceive at X dBm. For example, for the location pair L-85,
when one device transmitted at 20dBm the other received
at -85dBm (6dB SNR). Note that since the experiments
lasted a few hours, with people moving about, in real-
ity there was significant variation of the received signal
strength at each location. Figure 20 shows the probability
distribution of received powers at B when A transmitted
at 20dBm power. Thus, there was 5dB-12dB variation in
received power across the various locations.

At each location we experimented with 4 different
power levels 20dB, 23dBm, 26dBm and 29dBm and ob-
tained data for all the possible 10 unique combinations
of transmitter and receiver powers. The experiment at
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Figure 21: Carrier Sensing Symmetry
for Skip-Correlation at location L-85.

Skip-Correlation Detection Probabilities
A20-B20 A23-B20 A26-B20 A29-B20 A23-B23 A26-B23 A29-B23 A26-B26 A29-B26 A29-B29

F R F R F R F R F R F R F R F R F R F R
L-91 1 0 6 10 45 79 89 97 7 5 46 75 89 98 48 44 89 96 88 88
L-88 2 1 22 25 81 96 98 100 23 19 81 96 98 100 80 78 98 100 98 98
L-85 48 45 92 90 100 100 100 100 92 85 100 100 100 100 100 100 100 100 100 100
L-82 92 91 100 100 100 100 100 100 100 100 100 100 100 100 100 100 100 100 100 100

Schmidl-Cox Detection Probabilities
A20-B20 A23-B20 A26-B20 A29-B20 A23-B23 A26-B23 A29-B23 A26-B26 A29-B26 A29-B29

F R F R F R F R F R F R F R F R F R F R
L-91 0 0 0 0 3.3 0 90.5 0 0 0 90.2 0 91.2 0 5 3.3 90.5 3.3 90.5 91.2
L-88 0 0 2.4 0 90.2 0 99.8 0 4.5 2.4 90.3 2.4 99.9 2.4 90.3 90.2 99.8 90.2 99.8 99.9
L-85 31.9 35.7 90 35.7 100 31.9 100 35.6 90 90.4 99.9 89.9 100 90.4 100 99.9 100 100 100 100
L-82 91.8 89.6 95 91.9 100 91.8 100 95 98 95 100 98 100 95 100 100 100 100 100 100

Table 3: Detection Probability Symmetry for Skip-Correlation

each location consisted of 3000 rounds. In each round,
first A transmitted 4 successive transmissions at each of
the four power levels. This was immediately followed
by B transmitting 4 successive transmissions at all the
four power levels. All four possible skip-correlation pat-
terns (Figure 6) for the receiver were available at each
device, so that we could obtain all four possible corre-
lation values. We waited 1 second between each round.
The hope here was that within each round the channel
would not change significantly, whereas between two
consecutive rounds the channel would be different. This
strategy made sure that we tried all possible power level
combinations in both directions over approximately the
same channel, so that 3dB increase in transmitted power
would mean 3dB increase in the received power as well
within a single round. At the same time, across differ-
ent rounds we could experiment across changing channel
conditions, since each experiment lasted about an hour
with people moving about on the floor.

Carrier Sensing Symmetry Observations. We used the
correlation values from the above experiments and com-
puted η−(C|σ2

S , σ
2
N ) using Eqn 15 for all 16 power level

combinations and at all four locations (64 curves in to-
tal). Note however, that since the received signal strength
was varying in this experiment from round to round, the
distribution is computed over the entire range of variation
of signal strength and not at any single received power.
Figure 21 depicts a few of these curves from the L-85
location. In Figure 21 the notation < TY,RZ > de-
notes that that node T transmitted at power Y dBm to
node R whose transmit power was set to ZdBm. Thus,
< A29, B20 > means that A transmitted at 29dBm to B

which was using a skip-correlation pattern correspond-
ing to 20dBm transmit power. Similarly, < B20, A29 >
represents the same link but when B transmits at 20dBm
to A that uses the skip-correlation pattern correspond-
ing to 29dBm. As seen from Figure 21, the η− curves
< A29, B20 > < B20, A29 > almost overlap; this de-
spite the variation in received signal strengths and chang-
ing channel conditions at both the devices - thus indicat-
ing a strict adherence to carrier sensing symmetry. The
same is true for other power level combinations as well
and demonstrates how Skip-Correlation ensure that the
detection probabilities at either ends at almost identical
despite channel changes and signal variations.

Symmetric Detection Probabilities. Using the thresh-
old Cth, for each transmission we made a detection de-
cision and computed the detection percentages in both
directions for each link at all power level combina-
tions across all the locations. In order to compare with
Schmidl-Cox, as the WARP implementation uses L =
32, for the comparison to hold meaningful we chose a
threshold such that when one device transmits to another
at a received power of -82dBm (9dB SNR), the false neg-
atives are at 10%. Table 3 shows all the detection proba-
bilities obtained across all combinations. In Table 3, the
notation AX-BY means node A transmitting at power X
dBm and node B transmitting at Y dBm. F and R indi-
cate forward and reverse directions. F means A transmits
to B while R means B transmits to A. Situations where
severe starvation occur are highlighted in gray. As seen
from Table 3 while a power difference of greater than
3dB creates severe starvation scenarios in Schmidl-Cox,
Skip-Correlation preserves carrier sensing symmetry.
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8 Related Work
Carrier sensing has been extensively studied [16] and has
received a lot of attention from the research community.
Improving performance through tuning carrier sens-
ing. It is well-known that carrier sensing is limited by
the fact that carrier is sensed at the sender whose chan-
nel measurements may be very different from that of
the receiver. This could result in problems such as hid-
den terminal as well as missed transmission opportuni-
ties termed as exposed terminals. There has been a lot
of work on improving Wi-Fi performance by tuning car-
rier sense threshold, along with transmit power, and/or
transmission data rate, both for wireless LANs as well
as wireless multihop networks [13, 15, 27, 28, 29, 30].
However, all these papers take a network-wide view
where the parameters of every node can be tuned.
Carrier Sense Asymmetry. Starvation in Wi-Fi net-
works occurs due to variety of reasons such as flow-in-
the-middle, hidden nodes, and sensing asymmetry [14].
In this paper, we focus on the carrier asymmetry issue
due to transmit power differences which is known to
cause starvation. To address starvation issues arising due
to carrier sense asymmetry, authors in [18, 20, 23] pro-
pose solutions that jointly tune transmit power and car-
rier sense threshold of nodes in the network. Authors
in [12] propose that nodes use lower transmit power and
data rate for increased overall performance in dense and
unmanaged wireless settings. In contrast, we present
a solution that ensures carrier sense symmetry despite
nodes choosing their transmit powers independently.
Coexistence with multiple transmit powers. Authors
in [25] show that transmit power differences in white
space networks can result in starvation of low power
mobile nodes and propose a direct sequence spread
spectrum-based solution to mitigate it. The Weeble sys-
tem [22] also tackles the two power asymmetry prob-
lem in white space networks using a unique preamble for
high power nodes that is different from the preamble for
low-power nodes. As we show in this paper, the use of
a unique preamble per power-level is expensive both in
terms of preamble length as well as computational com-
plexity. Instead, we address the problem of carrier sense
asymmetry efficiently through the use of a single pream-
ble while supporting a range of power levels.

9 Discussion
Are power differences having a major impact in Wi-
Fi performance today? Wi-Fi performance issues are
caused by numerous factors (e.g., interference, conges-
tion, signal attenuation, power difference, etc.). Since
power difference is only one among many causes for
poor Wi-Fi performance, it is not clear how often it is
the root cause of Wi-Fi performance problems. However,
there are a few indications that power differences may be

a significant problem. First, transmit power difference
in Wi-Fi devices are common. For example, there are
several devices available in the market whose transmit
power ranges from 100mW (e.g. Samsung Galaxy S3 tx
power is 111 mW) to 1W (e.g. Linksys EA6900 router, tx
power 944 mW). Further, adapters are available for mo-
bile laptops/PCs that allow 1W transmission [6]. Thus,
there is both demand and supply of higher power Wi-Fi
APs and devices in the market today. Second, this topic
has received attention by the FCC. For example, FCC re-
cently reached a settlement with TP-Link, a Wi-Fi AP
manufacturer, in an investigation [5] where TP-Link was
determined to have enabled a software-based setting for
higher than allowed transmit power in some channels.
How much power difference can be supported effi-
ciently? Skip-correlation is a general technique that can
support arbitrary power differences (the 6dB limitation
is only if backward compatibility to Wi-Fi is desired).
However, efficiency can suffer if the range of power dif-
ference is large since the preamble needs to be appropri-
ately elongated and long preambles may require larger
Wi-Fi slots, thereby negatively impacting efficiency [19].
Given devices with transmit powers between 100 mW to
1000 mW are common in the market today, we believe
that support for 10dB power difference can cater to a
large number of scenarios. Based on our implementation
of skip-correlator, the length of the preamble required to
support 10x power difference with similar carrier sens-
ing behavior as 100mW standard Wi-Fi is 400 samples
(160+160 samples for skip correlation + 80 samples for
AGC). A 400 sample preamble can fit in an existing 9µs
Wi-Fi slot and will thus not reduce Wi-Fi efficiency.
Interactions with rate adaptation. Skip Correlation de-
pends only on modifications to the PLCP Preamble. The
SIGNAL field, which follows immediately after Pream-
ble, encodes the rate in its first four bits. Since the
preamble has already been received before the SIGNAL
field, carrier sense is independent of the rate chosen.
Thus, skip-correlation has no impact on standard Wi-
Fi rate adaptation and allows any rate adaptation algo-
rithms to be used. However, for systems that use rateless
codes [21], it is not clear how best to incorporate (multi-
power) carrier sensing.

10 Conclusion
We propose a novel carrier sensing solution, skip-
correlation, to address the starvation of low-power de-
vices given the increasing proliferation of high power de-
vices in unlicensed spectrum.
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Appendix

A Proof of P1 and P2 Section 5.3
Proof of P1. The second piece of SRecvPk

starts at γ PN

Pk

and SXmitPi
ends at sample number γ PN

Pi
. When Pi ≥ Pk,

PN

Pk
≥ PN

Pi
, thus SXmitPi

∩ SRecvPk
comprises only the first

piece of SRecvPk
i.e., S[1, γ].

Proof of P2. Any preamble piece is always completely
contained between the ends of SXmitPj

and SXmitPj+1
. Thus,

when i < k there are k−i preamble pieces starting at the
end of SXmitPk

until the end of SXmitPi
. The total number

of samples N(i, k) in SXmitPi
∩ SRecvPk

is given by,

N(i, k) = γ+

j=k−i∑
j=1

λk,i = γ+Pkγ

(
1

Pi
− 1

Pk

)
=
Pk
Pi
γ.

(8)

B Sensing Through Preamble Correlation
In this section we describe the preamble correlation pro-
cess and provide the necessary background.
The Problem of Preamble Detection. Let S(n) be the
preamble of length L samples that is transmitted. The re-
ceived signal Srecv(n) when no preamble is transmitted
and when a preamble is transmitted given by,

Srecv(n) =
N(n) no Xmit

R(n) +N(n) Xmit (9a)
R(n) = S(n)∗H. (9b)

In Eqns 9a,9b, N(n) is the receiver noise, H is the chan-
nel response that captures how the channel transforms
the transmitted signal into R(n) due to effects such as
multi-path fading and ∗ is the convolution operation. The
goal of detection techniques is to reliably distinguish be-
tween the no transmission and transmission scenarios in
Eqn 9a based on Srecv(n). While there exist several de-
tection schemes, we now describe the two most popular
schemes – the matched filter and Schmidl-Cox [24].
Matched Filter. In this scheme the receiver computes
the normalized cross-correlation of the preamble with the
received signal as,

C =

∣∣∣∣∣
i=L∑
i=1

Snorm
recv (i)Snorm(i)

∣∣∣∣∣
2

(10)

In Eqn 10 Snorm and Snorm
recv are scaled versions of S

and Srecv respectively such that its total energy is 1. If
C > Cth, the channel is deemed busy and otherwise not.

Schmidl and Cox Detection. Here S(n) comprises two
identical halves i.e., S(i) = S(i + L

2 ). As the transmis-
sion passes through the channel, each of its halves are
effected by the channel in exactly the same way. Conse-
quently R(i) = R(i + L

2 ). The receiver correlates two
consecutive L

2 length windows from the received signal
as,

C =

∣∣∣∣∣∣∣
i=L

2∑
i=1

Srecv(i)Srecv(i+
L

2
)

∣∣∣∣∣∣∣
2

(11)

A high correlation (C > Cth) indicates that a preamble
was transmitted and the channel is deemed busy.
Why Matched Filter is Typically Not Used for CS in
Practice. The matched filter technique has two signifi-
cant drawbacks. First, due to frequency selective fading
in the channel, R(n) is often very different from S(n)
in Eqn 9b. Consequently, correlating R(n) with S(n)
typically yields a low correlation. Schmidl-Cox does not
suffer from this problem since, both halves are affected
by the channel identically and thus results in a high cor-
relation. Second, as discussed in Section 6, the circuit
complexity of implementing a matched filter can be two
orders of magnitude greater than that of Schmidl-Cox.
Thus, in the rest of this section we confine our discus-
sion to Schmidl-Cox detection.
Probability Distributions of C in Schmidl-Cox. Sup-
pose that the noise floor is σ2

N (variance of noise), the
distribution of C when no preamble is transmitted is
given by,

P (C|no Xmit, σ2
N ) = P


∣∣∣∣∣∣∣
i=L

2∑
i=1

N(i)N(i+
L

2
)

∣∣∣∣∣∣∣
2 (12)

Invoking the central limit theorem, the sum of
N(i)N(i + L

2 ) is a zero mean Gaussian with variance
L
2 σ

4
N . Thus, P (C|no Xmit, σ2

N )is a χ2
1 distribution with

mean L
2 σ

4
N .

Let the received preamble energy per sample (signal
power) be E(R(i)R(i)) = σ2

S (E denotes expectation).
Further, typical preambles also have E(R(i)) = 0. Since
R(i) = R(i+ L

2 ), the distribution of C when a preamble
is transmitted is given by,

(13)P (C|Xmit, σ2
N , σS

2) =

P


∣∣∣∣∣∣
i=L

2∑
i=1

σ2
S + 2R(i)N(i) + N(i)N(i+

L

2
)

∣∣∣∣∣∣
2


Invoking central limit theorem, the sum of R(i)N(i) is
a zero mean Gaussian with variance L

2 σ
2
Nσ

2
S . Thus, the

distribution of P (C| Xmit, σ2
N , σS

2) is a non-central χ2
1

distribution with mean at L
2

4 σ
4
S + Lσ2

Nσ
2
S + L

2 σ
4
N .

Thus, the probability distribution of computed corre-
lations in the presence and absence of a preamble are χ2

1

distributions with means given by Eqns 14a, 14b respec-
tively as,
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µ(C) =

{
LE

2
N/2 no preamble(14a)

(LES)
2
/4 + (LES)EN + LE

2
N/4 preamble (14b)

While we have only shown the above property for
Schimdl-Cox, it holds for other correlation based tech-
niques as well.
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Figure 22: How threshold Cth is selected in Schmidl-
Cox

Selection of Cth. There can be two kinds of errors in
preamble detection. False negatives occur when a pream-
ble is transmitted but not detected while false positives
occur when a preamble was not transmitted but erro-
neously detected. The false negative rate is given by,

η−
(
C|σ2

N , σ
2
S

)
=

∫ C

c=0
P (c|Xmit, σ2

N , σ
2
S)dc (15)

and the false positive rate is given by,

η+
(
C|σ2

N

)
= 1−

∫ C

c=0
P (c|no Xmit, σ2

N )dc (16)

The selection of Cth is based on the Wi-Fi specification
of 10% false negative rate (90% detection rate) when the
average received power is -82dBm [9]. As an example,
Figure 22 depicts the curves for η− and η+ for a noise
floor of -91dBm and L=8 samples (0.4µs). Cth is cho-
sen for η− = 10% (90% detection rate). Note that cor-
responding to this value of Cth, the false positive proba-
bility is well below 10−6.
Effect of False Positives. A high false positive rate (η+)
leads a device to erroneously conclude that there is an
ongoing transmission, resulting in an unnecessary back-
off and loss of throughput. For a false detection rate of
η=10−2, once every 100 samples (5µs), a preamble will
be falsely detected. Since 5µs < 9µs (WiFi slot width)
this means that the WiFi device will end up falsely de-
tecting a preamble in almost every slot and will not be
able to transmit any packets. Usually a false detection
rate of η− < 10−3 is needed for reasonable performance.
At 10−3, once every 1000 samples or 6 Wi-Fi slots, a
preamble is falsely detected. However, upon detecting
an STS, the device then uses the Long Training Sequence
(LTS) (Figure5) to tune its receiver parameters. If no LTS
is detected then the receiver deems the channel free. The
probability of falsely detecting a preamble in the LTS as
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Figure 23: Performance of Orthogonal Preambles for 4
power levels and L = 128.

well is now very low (< 10−6). This means that the de-
vice will typically lose on average one WiFi slot for ev-
ery packet transmission. Given that typical WiFi packet
transmissions last several 100s of µs to few milliseconds,
this results in a throughput drop of <2%.
Approximating Detection Probability for Low False
Rate Scenario. When the false positive rate is very low,
the typical operating regime of receivers, (LES)2/4 >>
(LES)EN +LE2

N/4 and thus the mean reduces approx-
imately to (LES)2/4. Consequently, the detection prob-
ability is dependent on the product (LES).

C Performance of Orthogonal Preambles
In this section we consider the practical viability of the
orthogonal preamble scheme proposed in Section 3 that
uses a bank of matched filters. For this experiment we
generated 4 different PN sequences of length 128 cor-
responding to each of the four power levels. In order
to generate a PN sequence, we first generated a random
vector comprising 128 complex numbers, each of which
had a random phase between 0 to 360 degrees but had
unit magnitude. Then we took an Inverse Fourier Trans-
form of this random vector to create the PN sequence.
This method ensured that equal energy was transmitted
at various parts to frequency band to make it robust to
frequency selective deep fades. A device transmitted this
sequence and a receiver received these samples. We then
found the normalized cross-correlation with each of the
4 PN sequences. The sequence that gave the maximum
correlation was chosen and the power level was identified
as corresponding to this sequence. This meant that there
would be errors due to erroneously concluding an incor-
rect power level in addition to false positives. The larger
the number power levels the worse is the performance
and longer the length of preamble that is required. Fig-
ure 23 shows the false detection rates due to noise η+,
false preamble detections where the power level was in-
correctly inferred ηc and the false negative rates η− as a
function of correlation values when the received power
is -82dBm for L = 128. As seen from Figure 23 even
though at L = 128 η− is very small, the incorrect iden-

USENIX Association 14th USENIX Symposium on Networked Systems Design and Implementation    241



Figure 24: The setup for 3-node experiment

Setting-I
Links A-B B-A A-C C-A B-C C-A

Schmidl-Cox 100 0 97.8 12.9 24.2 99.8
Skip 100 100 99.9 100 100 99.9

Setting-II
Schmidl-Cox 100 0 97.7 6.9 24.1 33.7

Skip 100 100 97.4 99.6 39.7 41.7

Setting-III
Schmidl-Cox 24.2 33.6 0 0 6.9 0

Skip 39.8 41.6 0.2 6.5 20.8 3.5

Table 4: Detection Probabilities for various links in
3 node experiment [%]

tification of power levels (ηc) becomes the dominating
cause for errors. Table 5 shows the various values of ηc
and η+ for different values of L. While η+ is acceptably
low at L = 128, ηc is very high at 14%. This experiment
shows why orthogonal preamble approach is not only ex-
tremely computationally inefficient (Section 6) but also
performs poorly.

L 8 16 32 64 128
ηc 69.8 58.12 54.5 36.08 14.22
η+ 11.08 9.05 6.14 1.53 < 0.1

Table 5: False positive rates [%] for various lengths of
orthogonal preambles

D CS Symmetry - Three Node Experi-
ments

In this experiment we placed three WARP boards A, B
and C at three different fixed locations and change their
transmit powers to create three different scenarios - Set-
ting I, Setting II and Setting III depicted in Figure 24.
The transmit powers of the devices and their average re-
ceived powers over the course of the experiment are also
depicted in Figure 24. Similar to our experiment with
two nodes, in each setting we run 5000 rounds where all
devices transmit once each in a single round. We wait
about 1 second between each round. The total duration
of this experiment was about 5 hours and there was about

5-8dB variation in received signal strength during the
course of the experiment. We use both Schmidl-Cox as
well as Skip-Correlation to evaluate the detection proba-
bilities, which are provided in Table 4. X-Y indicates A
transmitting to Y.
Setting-I: This setting is similar in the example illus-
trated in Figure 12(b) where A can be sensed by both
B and C while the reverse is not true. Also, B can sense
C but not the other way round. As seen from Table 4,
Schmidl-Cox experiences carrier sensing asymmetry in
all three pairs as expected, however in Skip-Correlation
this the detection probabilities are symmetric in either
link directions.
Setting-II: In this setting we reduce C’s power to 20dBm
to remove the asymmetry between B and C. Thus, both
B and C can sense A but not each other. As in Setting-
I, A cannot sense both B and C. As seen from Ta-
ble 4, Schmidl-Cox experiences shows carrier sensing
asymmetry between A,B and A,C pairs while Skip-
Correlation exhibits carrier sensing symmetry between
all pairs.
Setting-III: In this setting we reduce the power of A to
20dBm to remove all link asymmetries. As seen from
Table 4, both Schmidl-Cox and Skip-Correlation do not
show any carrier sensing asymmetry as expected.

These results demonstrate that Skip-Correlation pre-
serves carrier sensing symmetry under various scenarios.
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