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Abstract

• Background. The security and privacy communi-
ties have become increasingly interested in results
from behavioral economics and psychology to help
frame decisions so that users can make better pri-
vacy and security choices. One such result in the lit-
erature suggests that cognitive disfluency (present-
ing questions in a hard-to-read font) reduces self-
disclosure.

• Aim. To examine the replicability and reliability of
the effect of disfluency on self-disclosure, in order
to test whether such approaches might be used to
promote safer security and privacy behaviors.

• Method. We conducted a series of survey studies
on human subjects with two conditions - disfluent
and fluent font. The surveys were completed online
(390 participants throughout the United States), on
tablets (93 students) and with pen and paper (three
studies with 89, 61, and 59 students). The pen and
paper studies replicated the original study exactly.
We ran an independent samples t-test to check for
significant differences between the averages of de-
sirable responses across the two conditions.

• Results. In all but one case, participants did not
show lower self-disclosure rates under disfluent
conditions using an independent samples t-test. We
re-analyzed the original data and our data using the
same statistical test (paired t-test) as used in the
original paper, and only the data from the original
published studies supported the hypothesis.

• Conclusions.We argue that the effect of disfluency
on disclosure originally reported in the literature
might result from the choice of statistical analysis,
and that disfluency does not reliably or consistently
affect self-disclosure. Thus, disfluency may not be
relied on for interface designers trying to improve
security or privacy decision making.

1 Introduction

Humans play a crucial role in security and privacy de-
cisions. Technically secure systems can be vulnera-
ble to attacks when users make suboptimal choices,
such as choosing or re-using easy-to-guess passwords
or falling prey to phishing or spear-phishing attacks
[19, 7]. Similarly, privacy decisions are often left to the
sole responsibility of the user, who is —at times quite
unrealistically— expected to make optimal choices re-
garding what information to reveal or share based on her
preferences and the trade-offs involved in information
disclosure [1]. Realizing the complexity of such a task,
security and privacy researchers have been trying to find
ways to assist individuals’ decision-making by design-
ing interventions or interfaces informed by fundamental
ideas from fields such as psychology and behavioral de-
cision research.

One such idea is that of cognitive fluency. Disflu-
ent conditions are those that induce “metacognitive diffi-
culty” [4]. For instance, disfluency is induced during text
processing tasks by using a hard-to-read font or a second
language. Based on the literature on cognitive fluency,
people perceive a task as more difficult when it is dis-
fluent than when it is fluent, and process it analytically,
as opposed to relying on quick judgments and heuris-
tics [4, 17]. It has been argued that people make better
decisions and learn better in disfluent conditions than in
fluent ones [9, 16].

A potential implication of these findings could be that
users could be assisted in making better security and pri-
vacy decisions simply by changing the font used to pro-
vide information relevant to that decision. The argument
is that users would slow down to process the font, and in
doing so, would slow down to truly contemplate their de-
cision. This would lead to fewer errors in judgment when
making a security decision (such as whether to open an
attachment) or a privacy choice (such as whether to re-
veal sensitive information).
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Figure 1: Examples of question in fluent font (top) and disfluent font (bottom)

2 Problem Being Solved

In a series of experiments, we investigated the role of
disfluency in the decision to disclose sensitive informa-
tion. While this is a privacy decision, it should be noted
that the decision to reveal privacy-sensitive information
could also lead to security issues. For example, when
a user reveals information to challenge questions in au-
thentication solutions, or when a businessperson reveals
corporate information that could lead to a data breach.

Our intention was to replicate, and then build off of
a seminal 2009 paper by Alter & Oppenheimer report-
ing that fluent conditions encouraged disclosure, while
disfluent conditions discouraged it [3]. In particular,
the manuscript found that disfluency reduces disclosure
when it is measured using the Social Desirability Scale
(SDS) [8]: participants admitted to fewer undesirable be-
haviors when the questions were harder to read. Our at-
tempts to replicate this work showed that disfluency did
not consistently impact self-disclosure. We were not able
to find an explanatory variable or a method of testing
that could show that disfluency reduces disclosure when
compared to a fluent condition. Instead, we found that
one unusual choice of statistical tests may explain the
original effect reported by the authors. We conclude that
disfluency may not be relied upon to influence users to
disclose less information, and that this holds true for dif-
ferent measures of disclosure and different formats for
the surveys.

3 Background and related work

A large body of research has explored how people make
disclosure decisions. One of the rising themes from the
literature is that people’s personal preferences for self-
disclosure are not always consistent, and that various
factors affect people’s decisions to disclose personal in-
formation [14]. People seem to rely on contextual cues,
such as a survey’s look and feel or implicit social norms,
when disclosing intimate details about themselves [11].
A recent study has shown that when people perceive
higher control over who can access and use their online
personal information, they become more willing to dis-
close it even if that implies higher objective risks of pri-
vacy intrusions or security breaches, as compared to a
condition where they perceive less control but are ac-
tually exposed to lower objective risks from their dis-

closure [6]. Also, people respond more honestly and
with higher rates of disclosure to an online, versus a
paper-and-pencil version, of the same questionnaire [21],
and are more inclined to divulge information online than
when they communicate face-to-face [10, 22].

Following this line of research, a recent manuscript
[3] showed how cognitive disfluency (presenting ques-
tions in a hard-to-read font) suppressed people’s propen-
sity to disclose personal and sensitive information about
themselves. When questions were printed in a disflu-
ent font (50% gray, italicized 10-point Times New Ro-
man font), participants exhibited lower rates of self-
disclosure, compared to a condition where the ques-
tions were printed in a clear font (black, 12-point Times
New Roman font). In a first study (Study 1a), 33
undergraduate participants showed higher percentages
of socially desirable responses (indicating lower self-
disclosure) when the 33 items in the Crowne-Marlow So-
cial Desirability Scale (SDS) [8] were printed in disfluent
vs. clear fonts. The second study (Study 1b) replicated
these results using the 10-item version of the SDS. The
third study (Study 2) showed that disfluency increased
participants’ tendency to generate thoughts associated
with risks. The fourth study (Study 3) showed that the
effect of disfluency on self-disclosure was mediated by
negative emotions. The last study (Study 4) was a field
experiment that showed that when an online disclosure
web site (Grouphug) changed its design, making it easier
to read, self-disclosure went up. Our efforts to replicate
focused on Study 1a and Study 1b, which used the SDS
measure.

4 Approach

The purpose of all our studies was to test the following
hypothesis:

H: Disfluency reduces self-disclosure
We report several failed attempts to replicate one of

the findings reported in [3] - namely, the results associ-
ated with Study 1a and Study 1b in the original paper.
We focused on these two studies because they a) demon-
strated the (alleged) effect of disfluency and disclosure
and b) did so without any additional mediators (as Stud-
ies 2 and 3 did) and c) were replicable (Study 4 could
not have been, for all practical purposed replicated reli-
ably). Our original objective was actually to validate, us-
ing the disfluency manipulation, several self-disclosure
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measures, which we planned to use for a different re-
search project. We predicted that, as disfluency affected
SDS scores, it should also affect other measures of self-
disclosure.

5 Method

To test hypothesis H, we ran survey studies on human
subjects. Our study was approved by Carnegie Mel-
lon’s Institutional Review Board. We designed our study
so that the only differences between the two conditions
was whether a disfluent or fluent font was used. Partici-
pants were assigned randomly to each condition. There
were no significant differences between conditions in
each study for age or gender. All information about the
study, including consent forms, information about the re-
searchers, and instructions, were identical in the different
conditions for each study.

After the initial failure to replicate the results pre-
sented in one of the studies in [3], we attempted sev-
eral variations of the study. The original authors of
the manuscript were extremely prompt and helpful, and
provided us with the original experimental material em-
ployed in their experiments. We ran our surveys online,
in person using tablets, and in person using pen and pa-
per. We describe the materials used and the subjects
tested for each survey below.

The first study was completed online using all four
measures of self-disclosure, as described below. To ex-
plore whether the fact that the study was conducted on-
line could explain the null results of Study 1, we con-
ducted several follow-up studies (Study 2, 3, and 4) fo-
cusing specifically on the SDS measure used in [3]. The
second study was done in-person using tablets. The third
and forth studies were done using pen-and-paper sur-
veys. Specifically, the third study was done using ma-
terial that we independently developed, while the forth
study used the original research materials used by Alter
and Oppenheimer. The results of our studies are shown
in Table 5.2. Finally, a follow-up study was also online
and was a replication of one measure in the first study—
namely, the SDS.

The survey questions are included in Appendix A, and
samples of the pen and paper versions are provided in
Appendix B. All surveys were anonymous; users were
not asked to provide any identifying information.

Across the studies, participants were asked to com-
plete several measures of self-disclosure. All of these
measures were either shown in a clear, regular, font
(Times new-roman, 12 points, black) or a disfluent font
(Times new-roman, 10 points, grey). Examples of each
are shown in Figure 1).

5.1 Manipulation Check
Based on previous findings [3], we predicted that the dis-
fluent font would make the survey harder to read and
thus reduce participants’ rates of self-disclosure. In the
first online study, participants in the disfluent condition
indeed rated the survey as less easy to read than those
in the clear font condition (Mdisfluent=5.38, SD=1.78, vs.
Mclear=6.38, SD=.91, t (383) = 6.96, p ¡ .01 where 1=“not
at all” and 7=“very much” easy to read).

5.2 Measures of Self-Disclosure
We used four measures of self-disclosure in our first
online study. We describe these measures below. In
the pen-and-paper studies and tablet studies, we focused
solely on SDS, in an effort to replicate the original study
presented in [3].

5.2.1 Social Desirability Scale

The Social Desirability Scale, developed by Crowne and
Marlowe in 1960 [8], includes questions about socially
desirable behaviors, as well as undesirable behaviors.
Many of the socially desirable behaviors reflect an im-
probable but idealized behavior, while the undesirable
behaviors may be more realistic. The original version of
the scale consisted of 33 yes or no questions. This scale
has been used both as a measure of how respondents self-
report their own behavior (along with their need for ap-
proval) and as a measure of their actual behavior [12].
Researchers have developed short forms of the SDS scale
and tested their reliability and homogeneity [18, 20, 13].
We also found high reliability for this scale in our study
(Cronbach’s alpha = .85 in Study 1). Participants’ score
on the SDS is calculated by summing up the number of
undesirable responses (i.e., responding ‘yes’ to a socially
undesirable behavior, such as “I like to gossip” or re-
sponding ‘no’ to a socially desirable behavior, such as
“I’m always a good listener”). This sum is then divided
by the number of items, resulting in a proportion of un-
desirable responses. This score could be considered a
proxy of self-disclosure, as the more people are willing
to admit to undesirable responses, the higher their self-
disclosure is. Thus, a higher score on the SDS means
higher self-disclosure. We believe SDS may be an imper-
fect measure of self-disclosure, as it may conflate actual
conformance to social norms with disclosure. Therefore,
we specifically used three additional measures to exam-
ine disfluency and self-disclosure.

5.2.2 Unethical Behaviors

We used 14 questions about unethical behaviors adapted
from [11]. The questions had been tested for privacy sen-
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Study Measure Disfluent Control Independent t-test Paired t-test
Mean SD Mean SD t(df) p t(df) p

A&O 1a SDS 33-items a 40.92% 13.73 34.94% 12.72 1.26 (31) 0.22 2.26 (32) 0.03
A&O 1b SDS 10-items a 42.11% 16.53 34.71% 18.75 1.26 (34) 0.22 2.6 (9) 0.03

1: Online SDS 33-items b 45.97% 19.62 45.75% 17.68 -.12 (388) 0.91 .24 (32) 0.81
Unethical behaviors c 29.82% 15.86 31.89% 16.47 1.27 (388) 0.21 1.88 (14) 0.08
$15 gift card d 3.23 5.73 3.37 5.65 .25 (388) 0.81 - -
$10 gift card d 2.27 3.65 2.19 4 -.22 (388) 0.83 - -
Sensitive questions (1)e 1.22 0.45 1.30 0.54 2.09 (388) 0.04 1.6 (4) 0.19
Sensitive questions (2)e f 1.36 0.47 1.17 0.46 -2.16 (112) 0.03 -2.3 (4) 0.08

2: Tablets SDS 33-items b 43.62% 13.60 41.35% 13.5 -.81 (91) 0.42 2.17 (32) 0.04

3: P&P1 SDS 33-items b 46.46% 16.70 48.28% 16.5 .49 (78) 0.63 -.89 (32) 0.38

4: P&P2 SDS 33-items b 43.81% 16.02 42.61% 13.3 .31 (57) 0.76 .5 (32) 0.62
SDS 10-items b 25.16% 12.10 25.67% 11.7 -.17 (59) 0.87 .71 (9) 0.49

a Results from Alter & Oppenheimer (2009) [3]
b Percentage of responses agreeing (or disagreeing) with socially desirable (or undesirable) behaviors. Higher scores indicate lower
self-disclosure.
c Percentage of responses admitting to unethical behaviors. Higher scores indicate higher self-disclosure.
d Mean difference (in dollars) participants were willing to pay for an anonymous vs. identified gift card of the same value ($10
or $15). A positive difference indicates that the participant was willing to pay more for the anonymous card, and, larger (positive)
differences indicate less self-disclosure.
e Two independent judges rated the depth of disclosure in participants’ responses to the open-ended questions on a scale between 0
(non-responses) to 4 (highly revealing responses). The scores presented are averages of the five sensitive questions. Higher scores
indicate higher self-disclosure.
f Results of the follow-up study to Study 1.

Table 1: Comparing disfluent and control conditions for all studies and measures
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sitivity. These questions included financial (“Have you
had credit card debt above $100”), illegal (“Have you
tried LSD, ecstasy or similar drugs”), and sexual themes
(“Have you masturbated at work, school, or in a public
restroom”). Participants were given the options to re-
spond with “yes,” “no,” or “Prefer not to answer.” We
used affirmative answers (“yes”) as a measure of willing-
ness to disclose and averaged the rate of self-disclosure
across the 14 questions. Notice that these answers rely on
self-reporting, and thus do not attempt to measure partic-
ipants’ actual level of unethical behaviors, but only their
willingness to disclose such behaviors. Assuming that
a participants who either committed or did not commit
a certain unethical behavior is equally likely to be ran-
domly assigned to the control or disfluent condition, dif-
ferent scores between the conditions would suggest dif-
ferent levels of self-disclosure.

5.2.3 Sensitive Questions

The next dependent variable we considered consisted of
five open-ended questions that pertain to sensitive issues
[15]. For instance, this set included questions such as:
“What is your most common sexual fantasy?” Partic-
ipants were asked to respond using several sentences.
Following Moon [15], two independent judges rated the
depth of disclosure in participants’ responses to the open-
ended questions on a scale from 0 (non-responses) to 4
(highly revealing responses) for amount and detail of dis-
closure. Inter-rater reliability ranged from .86 to .91 for
all questions. Thus, the scores for all five questions were
averaged into one score for disclosure depth on the sen-
sitive questions in overall.

5.2.4 Gift Cards

Previous literature has used willingness to keep or ex-
change gift cards of different value and with different
privacy protection features as a measure of informational
privacy concerns [2]. Using a similar approach, we asked
four pairs of questions (8 total) about willingness to buy
gift cards that were either described as anonymous (not
requiring any personal information to use) or identified
(requiring email, name and address to use). We calcu-
lated, for each participant, the difference in their will-
ingness to pay for an identified vs. anonymous gift card
of a certain value ($10 and $15). A positive difference
would indicate that the participant was willing to pay
more for the anonymous card, and larger (positive) dif-
ferences would suggest a higher preference toward the
anonymous card (and, thus, less disclosure).

6 Analysis

As most research that compares the effectiveness of a
treatment on a reliable scale between a treatment and
control conditions does, we calculated the percentage of
desirable responses per participant, and ran an indepen-
dent samples t-test to check for significant differences
between the averages of desirable responses across the
two conditions (these are reported in 5.2). Such a test
is typically used to determine whether the difference in
the mean between two unrelated groups is significant
(between-subjects design), under the assumption that the
samples are drawn from normally distributed populations
with equal variances (but adjustments for unequal vari-
ances are trivial with modern statistical software). The
significance of the results is highly reliant on the sample
size.

7 Results

In this section we describe the data and the results from
the four studies we completed. For each study, we de-
scribe the participant selection criteria, the number of
participants, and the gender balance of participants. We
also describe the questionnaires and the results for each
study.

7.1 Study 1: Online
Study 1 consisted in an online survey that included 390
participants from Amazon Mechanical Turk 1 (64.6%
were female; mean age was 35.34, SD=13). Berinsky
found that studies using this platform often had samples
more representative of the United States population than
most in-person studies. Also, they were able to replicate
several studies using this platform [5] Therefore, we are
reassured that our results can be generalized to the US
population and their online disclosure decisions. We in-
cluded several attention check questions (e.g. “Have you
ever had a fatal heart attack while watching television?”),
which we used to eliminate participants who gave the
wrong answer.

The four measures (SDS, unethical behaviors, sensi-
tive questions, and willingness to buy gift cards) were
presented to participants in random order, and so were
the questions composing each measure. The surveys
were anonymous, and participants were paid 80 cents.
About half of the participants received all of these ques-
tions in a clear font, while the others received them in a
disfluent font. For each of these measures, we computed
an overall average score for each of the conditions and
compared these using an independent samples t-test. As

1http://aws.amazon.com/mturk/
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can be seen in 5.2, only the open-ended sensitive ques-
tions showed a statistically significant difference in the
expected direction, while for all other measures no sig-
nificant differences were found between the disfluent and
clear font conditions.

In a follow-up study, conducted six months later, we
tried to replicate the effect of disfluency on these sensi-
tive questions. In this replication effort, we recruited 114
additional participants from Amazon Mechanical Turk
and used only the sensitive question measure (as opposed
to all four measures in Study 1). We found statistically
significant results in the opposite direction: disfluency
increased disclosure, as can be seen in 5.2.

7.2 Study 2: Tablets
We hypothesized that the null results from Study 1 were
due to the fact that the study was conducted online.
Therefore, we decided to run a study in person using
tablets. Furthermore, in an effort to replicate the original
work, we used a similar population: undergraduate stu-
dents on a college campus. We asked 93 students (58.1%
females, average age 19.5, SD=1.7) to complete the 33-
items SDS using 8-inch tablets. The tablets were con-
figured in a way that a participant could not change the
zoom of the screen (which was, theoretically, possible in
the previous study, and may have potentially tampered
with our manipulation of disfluency). In these studies,
run at the university campus center, a research assistant
asked students to take the survey immediately using the
provided tablet. Participants received a candy bar for
their time. We found, as shown as the second study in
5.2, no significant difference between the disfluent and
control conditions.

7.3 Study 3: Pen and Paper 1
Study 2 was done electronically, not using pen and pa-
per, as in the original study. We thus decided to run our
third study using paper-and-pencil questionnaires (as in
[3]). We asked 80 undergraduate students (58.8% fe-
male, average age 19.6, SD = 1.7) to complete the 33-
items SDS questionnaire either in the clear font or dis-
fluent font conditions. Once again, we ran the study at
the university campus center. Students were recruited by
a research assistant, took the paper survey immediately,
and were given a candy bar for their participation. Again,
we found no statistically significant difference between
the conditions (see 5.2).

7.4 Study 4: Pen and Paper 2
We then suspected that perhaps we were not manipulat-
ing disfluency as in the original study [3]. We contacted

the authors, requesting the original research materials,
which they promptly supplied. Their questionnaire did
not use a table format as our did, and was more compact.
Otherwise, the font, grey, and italics were the same. The
disfluent versions of the 33-item materials for Study 3
and 4 are shown in Appendix A to enable comparison.

We ran our fourth study on two additional samples:
one using the long, 33-item version (N=59, 69.5% fe-
males, average age 19.3, SD=1.8), and one using the
short, 10-item version (N=61, 57.4% female, average age
19.3, SD=2.7). Unfortunately, as shown in 5.2, we again
found no statistically significant difference between the
disfluent and clear conditions in either of these samples.

7.5 Results Summary
We ran four different studies, one with 390 on-line par-
ticipants, and three studies with between 59 and 93 par-
ticipants. We compare these to the original studies which
used 31 and 34 participants. Our smaller studies of un-
dergraduate students more closely resembled the orig-
inal study’s participants, which were also undergradu-
ates. Across all our studies we found disfluency to not
have a statistically significant effect in eight of the ten
instances. In only one case (the sensitive questions in
Study 1), disfluency had a significant effect in the ex-
pected direction (participants in the disfluent condition
disclosed less). However, in another case (the follow-up
experiment to Study 1 using sensitive questions only),
the effect was statistically significant, but in the oppo-
site direction (participants in the disfluent condition dis-
closed more). Thus, in summary, it can be seen that the
effect of disfluency on self-disclosure is not reliable or
consistent. We find no evidence that disfluency impacts
self-disclosure.

8 Re-Analysis and Discussion

Collectively, these failed attempts at replicating the effect
of disfluency on self-disclosure puzzled us. We therefore
decided to share our results with Alter and Oppenheimer
and asked for their expert opinion on the matter. In re-
sponse, they openly and promptly shared their data from
the original tests, and commented that they had used a
different statistical test to analyze their data.

A closer examination of the Alter and Oppenheimer’s
original paper suggested that they had used a did not
use the independent means t-test, we we did (described
above). Namely, the number for the degrees of freedom
reported in their studies does not correspond to an inde-
pendent t-test analysis (32 in Study 1a and 9 in Study 1b,
in which Ns where 33 and 36 respectively). As confirmed
through personal communications with the original au-
thors, the tests used in the original paper were t-tests for
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paired (and not independent) samples. Paired t-tests are
typically used for within-subjects designs. For example,
they can be used to show before and after results for a
subject taking a treatment, or two different treatments on
the same subject. In the case of Alter and Oppenheimer’s
studies, however, the researchers calculated a mean score
for each item of the SDS in each of the conditions, result-
ing in a dataset containing 33 (or 10, in the short version)
paired mean scores. Each of these mean item scores in
each condition were treated as a single unit of observa-
tion, and subjected to a paired-samples t-test to examine
the differences in the items’ means between the condi-
tions.

When treating individual questions as units of ob-
servation, one does not take into account the number
of subjects that answered each question to determine
significance. More importantly, the independence as-
sumption on which the test is based is harder to jus-
tify, since the various questions are answered by the
same participant and are, therefore, likely to be corre-
lated. Additionally, the paired samples approach might
provide an underestimation of the variance in the pop-
ulation, as within-subjects variance tends to be smaller
than between-subjects variance.

After receiving from the authors of the original pa-
per the original raw data for Studies 1a and 1b, we re-
analyzed it using independent samples t-tests instead of
the paired t-test that was reported in the original paper.
We discovered that the results were not statically signif-
icant (see 5.2). Finally, we re-analyzed our own data, in
all of our studies and for all of the measures that used
multiple questions (i.e., excluding the gift-cards ques-
tion), using a paired t-test approach. In our studies, a
paired t-test did not yield significant results, except for
one case (Study 2; see 5.2). A meta-analysis on the re-
sults of all independent t-tests showed the average test
value to be of Z = 1.02, and not statistically significant
(p = .31). A similar meta-analysis on the results of all of
the paired t-tested showed a similar, non-significant, re-
sult (Z = .93, p = .36). To summarize, these re-analyses
showed that the null hypothesis which states that disflu-
ency does not affect self-disclosure could not be rejected.
In other words, no consistent or reliable effect could be
found for disfluency on self-disclosure, using either the
independent samples t-test or the paired t-test.

9 Conclusions

Two conclusions may be drawn from the results of
our studies. First, and most importantly, we did not
find evidence that disfluency consistently impacts self-
disclosure, or at least not in a manner that our studies,
based on [3], could precisely estimate. The inconsistency
of this effect was observed on a number of measures (in-

cluding SDS, unethical behaviors and sensitive personal
questions), in a variety of administration forms (online
surveys, in person, and pen-and-paper) and in different
samples (students and non-students). Thus, if an inter-
face or system designer wished to use fluent or disfluent
fonts in an attempt to encourage higher or lower disclo-
sure by users, she will find that disfluency is not a reliable
solution. Security and privacy designers should be aware
that disfluency might slow-down their users, but would
not cause them to reveal less.

Second, the original reported effect of disfluency on
self-disclosure might have been due to the use of a very
specific statistical test, whose appropriateness in this
case could be questionable. Specifically, the original
analysis was conducted as an ‘item-level’ analysis in-
stead of the more widely used ‘subject-level’ analysis.
We are not fully convinced that a paired samples t-test is
appropriate for this type of analysis. Our failures in repli-
cating the disfluency results could therefore serve to raise
a discussion in the community as to what is the more
valid statistical approach to be used in similar instances.
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A Pen and Paper Screenshots
The following screenshots show the disfluent (Times new-roman, 10 points, grey) version of the two pen and paper studies: Study 3 (top) and Study
4 (bottom). These screenshots demonstrate that the disfluent versions were light and difficult to read.

Following are 33 statements to which some people agree and some do not.  
Please mark whether you agree or do not agree with each of the following statements.  
 

Agree Disagree 

1. Before voting, I thoroughly investigate the qualifications of all the 
candidates  

  

2. I never hesitate to go out of my way to help someone in trouble    

3. It is sometimes hard for me to go on with my work if I am not encouraged    

4. I have never intensely disliked anyone    

5. On occasion I have had doubts about my ability to succeed in life    

6. I sometimes feel resentful when I don't get my way    

7. I am always careful about my manner of dress    

8. My table manners at home are as good as when I eat out in a restaurant    

9. If I could get into a movie without paying and be sure I was not seen I 
would probably do it  

  

10. Of a few occasions, I have given up doing something because I thought 
too little of my ability  

  

11. I like to gossip at times    

12. There have been times when I felt like rebelling against people in 
authority even though I knew they were right  

  

13. No matter who I'm talking to, I'm always a good listener    

14. I can remember "playing sick" to get out of something    

15. There have been occasions when I took advantage of someone    

16. I'm always willing to admit it when I make a mistake    

17. I always try to practice what I preach    

18. I don't find it particularly difficult to get along with loud mouthed, 
obnoxious people  

  

19. I sometimes try to get even rather than forgive and forget    

20. When I don't know something I don't at all mind admitting it    

21. I am always courteous, even to people who are disagreeable    

22. At times I have really insisted on having things my own way    

23. There have been occasions when i felt like smashing things    

24. I would never think of letting someone else be punished for my wrong-
doings  
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Agree Disagree 

25. I never resent being asked to return a favor    

26. I have never been irked when people expressed ideas very different from 
my own  

  

27. I never make a long trip without checking the safety of my car    

28. There have been times when I was quite jealous of the good fortunes of 
others  

  

29. I have almost never felt the urge to tell someone off    

30. I am sometimes irritated by people who ask favors of me    

31. I have never felt that I was punished without cause    

32. I sometimes think when people have a misfortune they only got what they 
deserved  

  

33. I have never deliberately said something that hurt someone's feelings    
 
Please state your gender:  ☐ Male  ☐ Female 
What is your age? ______ 
Are you a(n) ☐ undergraduate or ☐ graduate student?  

 
Thank you very much!  
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Listed below are a number of statements concerning personal attitudes and traits. Read each item and 
decide whether the statement is True or False as it pertains to you personally.  
 
1. Before voting I thoroughly investigate the qualifications of all the candidates.  
2. I never hesitate to go out of my way to help someone in trouble.  
3. It is sometimes hard for me to go on with my work, if I am not encouraged.  
4. I have never intensely disliked anyone.  
5. On occasion I have had doubts about my ability to succeed in life.  
6. I sometimes feel resentful when I don't get my way.  
7. I am always careful about my manner of dress.  
8. My table manners at home are as good as when I eat out in a restaurant.  
9. If I could get into a movie without paying and be sure I was not seen, I would probably do it.  
10. On a few occasions, I have given up doing something because I thought too little of my ability.  
11. I like to gossip at times.  
12. There have been times when I felt like rebelling against people in authority even though I knew they 
were right.  
13. No matter who I'm talking to, I'm always a good listener.  
14. I can remember "playing sick" to get out of something.  
15. There have been occasions when I took advantage of someone.  
16. I'm always willing to admit it when I make a mistake.  
17. I always try to practice what I preach.  
18. I don't find it particularly difficult to get along with loud-mouthed, obnoxious people.  
19. I sometimes try to get even rather than forgive and fdrget.  
20. When I don't know something I don't at all mind admitting it.  
21. I am always courteous, even to people who are disagreeable.  
22. At times I have really insisted on having things my own way.  
23. There have been occasions when I felt like smashing things.  
24. I would never think of letting someone else be punished for my wrongdoings.  
25. I never resent being asked to return a favor.  
26. I have never been irked when people expressed ideas very different from my own.  
27. I never make a long trip without checking the safety of my car.  
28. There have been times when I was quite jealous of the good fortune of others.  
29. I have almost never felt the urge to tell someone off.  
30. I am sometimes irritated by people who ask favors of me.  
31. I have never felt that I was punished without cause.  
32. I sometimes think when people have a mistortune they only got what they deserved.  
33. I have never deliberately said something that hurt someone's feelings.  
 
Please fill out the following items: 
 
Age:________   Sex: ________  Ethnicity/Race: ________ 
 
How frustrated do you feel at the moment (rated from 1 to 10, where 1 is not at all frustrated, and 10 is 
very frustrated)? ____________ 
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