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**User Studies I: Social Media Platforms**

"I feel physically safe but not politically safe": Understanding the Digital Threats and Safety Practices of OnlyFans Creators

Ananta Soneji, Arizona State University; Vaughn Hamilton, Max Planck Institute for Software Systems; Adam Doupé, Arizona State University; Allison McDonald, Boston University; Elissa M. Redmiles, Georgetown University

"I chose to fight, be brave, and to deal with it": Threat Experiences and Security Practices of Pakistani Content Creators

Lea Gröber, CISPA Helmholtz Center for Information Security and Saarland University; Waleed Arshad and Shanza, Lahore University of Management Sciences; Angelica Goetzen, Max Planck Institute for Software Systems; Elissa M. Redmiles, Georgetown University; Maryam Mustafa, Lahore University of Management Sciences; Katharina Krombholz, CISPA Helmholtz Center for Information Security

Investigating Moderation Challenges to Combating Hate and Harassment: The Case of Mod-Admin Power Dynamics and Feature Misuse on Reddit

Madiha Tabassum, Northeastern University; Alana Mackey, Wellesley College; Ashley Schuett, George Washington University; Ada Lerner, Northeastern University

“Did They F***ing Consent to That?”: Safer Digital Intimacy via Proactive Protection Against Image-Based Sexual Abuse

Lucy Qin, Georgetown University; Vaughn Hamilton, Max Planck Institute for Software Systems; Sharon Wang, University of Washington; Yigit Aydinalp and Marin Scarlett, European Sex Workers Rights Alliance; Elissa M. Redmiles, Georgetown University

**Hardware Security I: Attacks and Defense**

**AttackGNN:** Red-Teaming GNNs in Hardware Security Using Reinforcement Learning

Vasudev Gohil, Texas A&M University; Satwik Patnaik, University of Delaware; Dileep Kalathil and Jeyavijayan Rajendran, Texas A&M University

**INSIGHT:** Attacking Industry-Adopted Learning Resilient Logic Locking Techniques Using Explainable Graph Neural Network

Lakshmi Likhitha Mankali, New York University; Ozgur Sinanoglu, New York University Abu Dhabi; Satwik Patnaik, University of Delaware

**Eye of Sauron:** Long-Range Hidden Spy Camera Detection and Positioning with Inbuilt Memory EM Radiation

Qibo Zhang and Daibo Liu, Hunan University; Xinyu Zhang, University of California San Diego; Zhichao Cao, Michigan State University; Fanzi Zeng, Hongbo Jiang, and Wenqiang Jin, Hunan University

**Improving the Ability of Thermal Radiation Based Hardware Trojan Detection**

Ting Su, Yaohua Wang, Shi Xu, Lusi Zhang, Simin Feng, Jialong Song, Yiming Liu, Yongkang Tang, Yang Zhang, Shaqing Li, Yang Guo, and Hengzhu Liu, National University of Defense Technology

**System Security I: OS**

**Endokernel:** A Thread Safe Monitor for Lightweight Subprocess Isolation

Fangfei Yang, Rice University; Bumjin Im, Amazon.com; Weijie Huang, Rice University; Kelly Kaoudis, Trail of Bits; Anjo Vahldieck-Oberwagner, Intel Labs; Chia-Che Tsai, Texas A&M University; Nathan Dautenhahn, Riverside Research
**Hive: A Hardware-assisted Isolated Execution Environment for eBPF on AArch64** ........................................ 163
Peihua Zhang, SKLP, Institute of Computing Technology, CAS; University of Chinese Academy of Sciences; Chenggang Wu, SKLP, Institute of Computing Technology, CAS; University of Chinese Academy of Sciences; Zhongguancun Laboratory; Xiangyu Meng, Northwestern Polytechnical University; Yinqian Zhang, Southern University of Science and Technology; Mingfan Peng, Shiyang Zhang, and Bing Hu, SKLP, Institute of Computing Technology, CAS; University of Chinese Academy of Sciences; Mengyao Xie, SKLP, Institute of Computing Technology, CAS; Yuanming Lai and Yan Kang, SKLP, Institute of Computing Technology,CAS; University of Chinese Academy of Sciences; Zhe Wang, SKLP, Institute of Computing Technology, CAS; University of Chinese Academy of Sciences; Zhongguancun Laboratory

**BUDAlloc: Defeating Use-After-Free Bugs by Decoupling Virtual Address Management from Kernel** ........ 181
Junho Ahn, Jaehyeon Lee, Kanghyuk Lee, Wooseok Gwak, Minseong Hwang, and Youngjin Kwon, KAIST

**Page-Oriented Programming: Subverting Control-Flow Integrity of Commodity Operating System Kernels with Non-Writable Code Pages** ......................................................... 199
Seunghun Han, The Affiliated Institute of ETRI, Chungnam National University; Seong-Joong Kim, Wook Shin, and Byung Joon Kim, The Affiliated Institute of ETRI; Jae-Cheol Ryou, Chungnam National University

**Network Security I: DDoS**

**SmartCookie: Blocking Large-Scale SYN Floods with a Split-Proxy Defense on Programmable Data Planes** ........ 217
Sophia Yoo, Xiaoli Chen, and Jennifer Rexford, Princeton University

**Loopy Hell(ow): Infinite Traffic Loops at the Application Layer** ................................................................. 235
Yepeng Pan, Anna Ascheman, and Christian Rossow, CISPA Helmholtz Center for Information Security

**Zero-setup Intermediate-rate Communication Guarantees in a Global Internet** ........................................... 253
Marc Wyss and Adrian Perrig, ETH Zurich

**Towards an Effective Method of ReDoS Detection for Non-backtracking Engines** ........................................ 271
Weihao Su, Hong Huang, and Rongchen Li, Key Laboratory of System Software (Chinese Academy of Sciences) and State Key Laboratory of Computer Science, Institute of Software, Chinese Academy of Sciences; University of Chinese Academy of Sciences; Haiming Chen, Key Laboratory of System Software (Chinese Academy of Sciences) and State Key Laboratory of Computer Science, Institute of Software, Chinese Academy of Sciences; Tingjian Ge, Miner School of Computer & Information Sciences, University of Massachusetts, Lowell

**ML I: Federated Learning**

**FAMOS: Robust Privacy-Preserving Authentication on Payment Apps via Federated Multi-Modal Contrastive Learning** ................................................................. 289
Yifeng Cai, Key Laboratory of High Confidence Software Technologies (PKU), Ministry of Education; School of Computer Science, Peking University; Ziqi Zhang, Department of Computer Science, University of Illinois Urbana-Champaign; Jiaping Gui, School of Electronic Information and Electrical Engineering, Shanghai Jiao Tong University; Bingyan Liu, School of Computer Science, Beijing University of Posts and Telecommunications; Xiaoke Zhao, Ruoyu Li, and Zhe Li, Ant Group; Ding Li, Key Laboratory of High Confidence Software Technologies (PKU), Ministry of Education; School of Computer Science, Peking University

**Efficient Privacy Auditing in Federated Learning** ......................................................... 307
Hongyan Chang, National University of Singapore; Brandon Edwards, Intel Corporation; Anindya S. Paul, University of Florida; Reza Shokri, National University of Singapore

**Defending Against Data Reconstruction Attacks in Federated Learning: An Information Theory Approach** ........ 325
Qi Tan, Department of Computer Science and Technology, Tsinghua University; Qi Li, Institute for Network Science and Cyberspace, Tsinghua University; Yi Zhao, School of Cyberspace Science and Technology, Beijing Institute of Technology; Zhuotao Liu, Institute for Network Science and Cyberspace, Tsinghua University; Xiaobing Guo, Lenovo Research; Ke Xu, Department of Computer Science and Technology, Tsinghua University

**Lotto: Secure Participant Selection against Adversarial Servers in Federated Learning** ................................. 343
Zhifeng Jiang and Peng Ye, Hong Kong University of Science and Technology; Shiqi He, University of Michigan; Wei Wang, Hong Kong University of Science and Technology; Ruichuan Chen, Nokia Bell Labs; Bo Li, Hong Kong University of Science and Technology
Security Analysis I: Source Code and Binary

Ahoy SAILR! There is No Need to DREAM of C: A Compiler-Aware Structuring Algorithm for Binary Decompilation .......................................................... 361
Zion Leonahenahe Basque, Ati Priya Bajaj, Wil Gibbs, Jude O’Kain, Derron Miao, Tiffany Bao, Adam Doupé, Yan Shoshitaishvili, and Ruoyu Wang, Arizona State University

A Taxonomy of C Decompiler Fidelity Issues .................................................. 379

Muqi Zou, Arslan Khan, Ruoyu Wu, Han Gao, Antonio Bianchi, and Dave (Jing) Tian, Purdue University

SYMFR: Making the Common (Concrete) Case Fast for Binary-Code Concolic Execution .................................................. 415
Zhenxiao Qi, Jie Hu, Zhaoqi Xiao, and Heng Yin, UC Riverside

Crypto I: Secret Key Exchange

K-Waay: Fast and Deniable Post-Quantum X3DH without Ring Signatures .................................................. 433
Daniel Collins and Loïs Huguenin-Dumittan, EPFL; Ngoc Khanh Nguyen, King’s College London; Nicolas Rolin, Spuerkeess; Serge Vaudenay, EPFL

Diffie-Hellman Picture Show: Key Exchange Stories from Commercial VoWiFi Deployments .................................................. 451
Gabriel K. Gegenhuber and Florian Holzbaumer, University of Vienna; Philipp É. Frenzel, SBA Research; Edgar Weippl, University of Vienna and Christian Doppler Laboratory for Security and Quality Improvement in the Production System Lifecycle (CDL-SQI); Adrian Dabrowski, CISPA Helmholtz Center for Information Security

Formal verification of the PQXDH Post-Quantum key agreement protocol for end-to-end secure messaging .................................................. 469
Karthekeyan Bhargavan, Craypet; Charlie Jacomme, Inria Nancy Grand-Est, Université de Lorraine, LORIA, France; Franziskus Kiefer, Craypet; Rolfe Schmidt, Signal Messenger

Swoosh: Efficient Lattice-Based Non-Interactive Key Exchange .................................................. 487
Phillip Gajland, Max Planck Institute for Security and Privacy, Ruhr University Bochum; Bor de Kock, NTNU - Norwegian University of Science and Technology, Trondheim, Norway; Miguel Quaresma, Max Planck Institute for Security and Privacy; Giulio Malavolta, Bocconi University, Max Planck Institute for Security and Privacy; Peter Schwabe, Max Planck Institute for Security and Privacy, Radboud University

Social Issues I: Phishing and Password

PhishDecloaker: Detecting CAPTCHA-cloaked Phishing Websites via Hybrid Vision-based Interactive Models .................................................. 505
Xiwen Teoh, Shanghai Jiao Tong University; National University of Singapore; Yun Lin, Shanghai Jiao Tong University; Ruofan Liu, Zhiyong Huang, and Jin Song Dong, National University of Singapore

Less Defined Knowledge and More True Alarms: Reference-based Phishing Detection without a Pre-defined Reference List .................................................. 523
Ruofan Liu, Shanghai Jiao Tong University/National University of Singapore; Yun Lin, Shanghai Jiao Tong University; Xiwen Teoh, National University of Singapore; Gongshen Liu, Shanghai Jiao Tong University; Zhiyong Huang and Jin Song Dong, National University of Singapore

In Wallet We Trust: Bypassing the Digital Wallets Payment Security for Free Shopping .................................................. 541
Raja Hasnain Anwar, University of Massachusetts Amherst; Syed Rafiul Hussain, Pennsylvania State University; Muhammad Taqi Raza, University of Massachusetts Amherst

The Impact of Exposed Passwords on Honeyword Efficacy .................................................. 559
Zonghao Huang, Duke University; Lujo Bauer, Carnegie Mellon University; Michael K. Reiter, Duke University

Side Channel I: Transient Execution

InSpectre Gadget: Inspecting the Residual Attack Surface of Cross-privilege Spectre v2 .................................................. 577
Sander Wiebing, Alvise de Faveri Tron, Herbert Bos, and Cristiano Giuffrida, Vrije Universiteit Amsterdam

Shesha: Multi-head Microarchitectural Leakage Discovery in new-generation Intel Processors .................................................. 595
Anirban Chakraborty, Nimish Mishra, and Debdeep Mukhopadhyay, Indian Institute of Technology Kharagpur
BeeBox: Hardening BPF against Transient Execution Attacks .......................................................... 613
Di Jin, Alexander J. Gaidis, and Vasileios P. Kemerlis, Brown University

SpecLFB: Eliminating Cache Side Channels in Speculative Executions .............................. 631
Xiaoyu Cheng, School of Cyber Science and Engineering, Southeast University, Nanjing, Jiangsu, China; Jiangsu Province Engineering Research Center of Security for Ubiquitous Network, China; Fei Tong, School of Cyber Science and Engineering, Southeast University, Nanjing, Jiangsu, China; Jiangsu Province Engineering Research Center of Security for Ubiquitous Network, China; Purple Mountain Laboratories, Nanjing, Jiangsu, China; Hongyu Wang, State Key Laboratory of Power Equipment Technology, School of Electrical Engineering, Chongqing University, China; Wiscom System Co., LTD, Nanjing, China; Zhe Zhou and Fang Jiang, School of Cyber Science and Engineering, Southeast University, Nanjing, Jiangsu, China; Jiangsu Province Engineering Research Center of Security for Ubiquitous Network, China; Yuxing Mao, State Key Laboratory of Power Equipment Technology, School of Electrical Engineering, Chongqing University, China

Mobile Security I
Towards Privacy-Preserving Social-Media SDKs on Android ........................................... 647
Haoran Lu, Yichen Liu, Xiaojing Liao, and Luyi Xing, Indiana University Bloomington

UIHash: Detecting Similar Android UIs through Grid-Based Visual Appearance Representation ................................. 665
Jiawei Li, BeiHang University; National University of Singapore; Jian Mao, BeiHang University; Tianmushan Laboratory; Hangzhou Innovation Institute, BeiHang University; Jun Zeng, National University of Singapore; Qixiao Lin and Shaowen Feng, BeiHang University; Zhenki Liang, National University of Singapore

Sajjad Pourali and Xiufen Yu, Concordia University; Lianying Zhao, Carleton University; Mohammad Mannan and Amr Youssef, Concordia University

DVA: Extracting Victims and Abuse Vectors from Android Accessibility Malware .................. 701
Haichuan Xu, Mingxuan Yao, and Runze Zhang, Georgia Institute of Technology; Mohamed Moustafa Dawoud, German International University; Jeman Park, Kyung Hee University; Brendan Saltareformaggio, Georgia Institute of Technology

Web Security I
Aleksei Stafeev and Giancarlo Pellegrino, CISPA Helmholtz Center for Information Security

Vulnerability-oriented Testing for RESTful APIs .......................................................... 739
Wenlong Du and Jian Li, School of Electronic Information and Electrical Engineering, Shanghai Jiao Tong University; Yanhao Wang, Independent Researcher; Libo Chen, Ruijie Zhao, and Junmin Zhu, School of Electronic Information and Electrical Engineering, Shanghai Jiao Tong University; Zhengguang Han, QI-ANXIN Technology Group; Yijun Wang and Zhi Xue, School of Electronic Information and Electrical Engineering, Shanghai Jiao Tong University

Web Platform Threats: Automated Detection of Web Security Issues With WPT ................ 757
Pedro Bernardo and Lorenzo Veronese, TU Wien; Valentino Dalla Valle and Stefano Calzavara, Università Ca’ Foscari Venezia; Marco Squarcina, TU Wien; Pedro Adão, Instituto Superior Técnico, Universidade de Lisboa, and Instituto de Telecomunicações; Matteo Maffei, TU Wien

Rise of Inspectron: Automated Black-box Auditing of Cross-platform Electron Apps ........... 775
Mir Masood Ali, Mohammad Ghasemisharif, Chris Kanich, and Jason Polakis, University of Illinois Chicago

LLM for Security
KnowPhish: Large Language Models Meet Multimodal Knowledge Graphs for Enhancing Reference-Based Phishing Detection .......................................................... 793
Yuexin Li, Chengyu Huang, and Shumin Deng, National University of Singapore; Mei Lin Lock, NCS Cyber Special Ops-R&D; Tri Cao, National University of Singapore; Nay Oo and Hoon Wei Lim, NCS Cyber Special Ops-R&D; Bryan Hooi, National University of Singapore

Exploring ChatGPT’s Capabilities on Vulnerability Management ........................................ 811
Peiyu Liu and Junming Liu, Zhejiang University NGICS Platform; Lirong Fu, Hangzhou Dianzi University; Kangjie Lu, University of Minnesota; Yifan Xia, Zhejiang University NGICS Platform; Xuhong Zhang, Zhejiang University and Jianghuai Advance Technology Center; Wenzhi Chen, Zhejiang University; Haiqin Weng, Ant Group; Shouling Ji, Zhejiang University; Wenhai Wang, Zhejiang University NGICS Platform
ML II: Fault Injection and Robustness

DNN-GP: Diagnosing and Mitigating Model's Faults Using Latent Concepts .................................................. 1297
Shuo Wang, Shanghai Jiao Tong University; Hongsheng Hu, CSIRO’s Data61; Jiamin Chang, University of New South Wales and CSIRO’s Data61; Benjamin Zi Hao Zhao, Macquarie University; Qi Alfred Chen, University of California, Irvine; Minhui Xue, CSIRO’s Data61

Yes, One-Bit-Flip Matters! Universal DNN Model Inference Depletion with Runtime Code Fault Injection ........ 1315
Shaofeng Li, Peng Cheng Laboratory; Xinyu Wang, Shanghai Jiao Tong University; Minhui Xue, CSIRO’s Data61; Haojin Zhu, Shanghai Jiao Tong University; Zhi Zhang, University of Western Australia; Yansong Gao, CSIRO’s Data61; Wen Wu, Peng Cheng Laboratory; Xuemin (Sherman) Shen, University of Waterloo

Tossing in the Dark: Practical Bit-Flipping on Gray-box Deep Neural Networks for Runtime Trojan Injection .. 1331
Zihao Wang, Di Tang, and XiaoFeng Wang, Indiana University Bloomington; Wei He, Zhaoyang Geng, and Wenhao Wang, SKLOIS, Institute of Information Engineering, Chinese Academy of Sciences

Forget and Rewire: Enhancing the Resilience of Transformer-based Models against Bit-Flip Attacks ............ 1349
Najmeh Nazari, Hosein Mohammadi Makrani, and Chongzhou Fang, University of California, Davis; Hossein Sayadi, California State University, Long Beach; Setareh Rafatirad, University of California, Davis; Khaled N. Khasawneh, George Mason University; Houman Homayoun, University of California, Davis

Security Analysis II: Program Analysis

What IF Is Not Enough? Fixing Null Pointer Dereference With Contextual Check ........................................ 1367
Yunlong Xing, Shu Wang, Shiyu Sun, Xu He, and Kun Sun, George Mason University; Qi Li, Tsinghua University

Unleashing the Power of Type-Based Call Graph Construction by Using Regional Pointer Information ...... 1383
Yuandao Cai, Yibo Jin, and Charles Zhang, The Hong Kong University of Science and Technology

Practical Data-Only Attack Generation ................................................................. 1401
Brian Johannesmeyer, Asia Slowinska, Herbert Bos, and Cristiano Giuffrida, Vrije Universiteit Amsterdam

Don't Waste My Efforts: Pruning Redundant Sanitizer Checks by Developer-Implemented Type Checks ...... 1419
Yizhuo Zhai, Zhiyun Qian, Chengyu Song, Manu Sridharan, and Trent Jaeger, University of California, Riverside; Paul Yu, U.S. Army Research Laboratory; Srikanth V. Krishnamurthy, University of California, Riverside

Zero-Knowledge Proof I

Two Shuffles Make a RAM: Improved Constant Overhead Zero Knowledge RAM ........................................ 1435
Yibin Yang, Georgia Institute of Technology; David Heath, University of Illinois Urbana-Champaign

Notus: Dynamic Proofs of Liabilities from Zero-knowledge RSA Accumulators .............................................. 1453
Jiajun Xin, Arman Haghighi, Xiangan Tian, and Dimitrios Papadopoulos, The Hong Kong University of Science and Technology

Practical Security Analysis of Zero-Knowledge Proof Circuits ............................................................ 1471
Hongbo Wen, University of California, Santa Barbara; Jon Stephens, The University of Texas at Austin and Veridise; Yanju Chen, University of California, Santa Barbara; Kostas Ferles, Veridise; Shankara Pailoor, The University of Texas at Austin and Veridise; Kyle Charbonnet, Ethereum Foundation; Isil Dillig, The University of Texas at Austin and Veridise; Yu Feng, University of California, Santa Barbara, and Veridise

Formalizing Soundness Proofs of Linear PCP SNARKs ................................................................. 1489
Bolton Bailey and Andrew Miller, University of Illinois at Urbana-Champaign

Measurement I: Fraud and Malware and Spam

Guardians of the Galaxy: Content Moderation in the InterPlanetary File System ........................................... 1507
Saidu Sokoto, City, University of London; Leonhard Balduf, TU Darmstadt; Dennis Trautwein, University of Göttingen; Yiluo Wei and Gareth Tyson, Hong Kong Univ. of Science & Technology (GZ); Ignacio Castro, Queen Mary, University of London; Onur Ascigil, Lancaster University; George Pavlou, University College London; Maciej Koczyński, Univ. Grenoble Alpes; Björn Scheuermann, TU Darmstadt; Michal Król, City, University of London
True Attacks, Attack Attempts, or Benign Triggers? An Empirical Measurement of Network Alerts in a Security Operations Center .............................................. 1525
Limin Yang, Zhi Chen, Chenkai Wang, Zhenning Zhang, and Sushruth Booma, University of Illinois at Urbana-Champaign; Phuong Cao, NCSA; Constantin Adam, IBM Research; Alexander Withers, NCSA; Zbigniew Kalbarczyk, Ravishankar K. Iyer, and Gang Wang, University of Illinois at Urbana-Champaign

DarkFleece: Probing the Dark Side of Android Subscription Apps .................................................. 1543
Chang Yue, Institute of Information Engineering, Chinese Academy of Sciences, China; School of Cyber Security, University of Chinese Academy of Sciences, China; Chen Zhong, University of Tampa, USA; Kai Chen and Zhiyu Zhang, Institute of Information Engineering, Chinese Academy of Sciences, China; School of Cyber Security, University of Chinese Academy of Sciences, China; Yeonjoon Lee, Hanyang University, Ansan, Republic of Korea

Into the Dark: Unveiling Internal Site Search Abused for Black Hat SEO ........................................... 1561
Yunyi Zhang, National University of Defense Technology; Tsinghua University; Mingxuan Liu, Zhongguancun Laboratory; Baojun Liu, Tsinghua University; Zhongguancun Laboratory; Yiming Zhang, Tsinghua University; Haixin Duan, Tsinghua University; Zhongguancun Laboratory; Min Zhang, National University of Defense Technology; Hui Jiang, Tsinghua University; Baidu Inc; Yanzhe Li, Baidu Inc; Fan Shi, National University of Defense Technology

Side Channel II: RowHammer

ABACuS: All-Bank Activation Counters for Scalable and Low Overhead RowHammer Mitigation ........... 1579
Ataberk Olgun, Yahya Can Tugrul, Nisa Bostanci, Ismail Emir Yuksel, Haocong Luo, Steve Rhyner, Abdullah Giray Yaglikci, Geraldo F. Oliveira, and Onur Mutlu, ETH Zurich

SledgeHammer: Amplifying Rowhammer via Bank-level Parallelism .................................................... 1597
Ingab Kang, University of Michigan; Walter Wang and Jason Kim, Georgia Tech; Stephan van Schaik and Youssef Tobah, University of Michigan; Daniel Genkin, Georgia Tech; Andrew Kwong, UNC Chapel Hill; Yuval Yarom, Ruhr University Bochum

ZenHammer: Rowhammer Attacks on AMD Zen-based Platforms ....................................................... 1615
Patrick Jattke, Max Wipfli, Flavien Solt, Michele Marazzi, Matej Bölscke, and Kaveh Razavi, ETH Zurich

Go Go Gadget Hammer: Flipping Nested Pointers for Arbitrary Data Leakage ...................................... 1635
Youssef Tobah, University of Michigan; Andrew Kwong, UNC Chapel Hill; Ingab Kang, University of Michigan; Daniel Genkin, Georgia Tech; Kang G. Shin, University of Michigan

Forensics

00SEVen – Re-enabling Virtual Machine Forensics: Introspecting Confidential VMs Using Privileged in-VM Agents ................................................................. 1651
Fabian Schwarz and Christian Rossow, CISPA Helmholtz Center for Information Security

WebRR: A Forensic System for Replaying and Investigating Web-Based Attacks in The Modern Web ...... 1669
Joey Allen, Palo Alto Networks; Zheng Yang, Feng Xiao, and Matthew Landen, Georgia Institute of Technology; Roberto Perdisci, Georgia Institute of Technology and University of Georgia; Wenke Lee, Georgia Institute of Technology

AI Psychiatry: Forensic Investigation of Deep Learning Networks in Memory Images ............................ 1687
David Oygenblik, Georgia Institute of Technology; Carter Yagemann, Ohio State University; Joseph Zhang, University of Pennsylvania; Arianna Mastali, Georgia Institute of Technology; Jeman Park, Kyung Hee University; Brendan Saltaromaggi, Georgia Institute of Technology

Cost-effective Attack Forensics by Recording and Correlating File System Changes .......................... 1705
Le Yu, Yapeng Ye, Zhuo Zhang, and Xiangyu Zhang, Purdue University

ML for Security

Automated Large-Scale Analysis of Cookie Notice Compliance .......................................................... 1723
Ahmed Bouhoula, Karel Kubicek, Amit Zac, Carlos Cotrini, and David Basin, ETH Zurich

Detecting and Mitigating Sampling Bias in Cybersecurity with Unlabeled Data .................................... 1741
Saravanan Thirumuruganathan, Independent Researcher; Fatih Deniz, Issa Khalil, and Ting Yu, Qatar Computing Research Institute, HBKU; Mohamed Nabeel, Palo Alto Networks; Mourad Ouzzani, Qatar Computing Research Institute, HBKU
Code is not Natural Language: Unlock the Power of Semantics-Oriented Graph Representation for Binary Code Similarity Detection .................................................................1759
Haojie He, School of Electronic Information and Electrical Engineering, Shanghai Jiao Tong University; Xingwei Lin, Ant Group; Ziang Weng and Ruijie Zhao, School of Electronic Information and Electrical Engineering, Shanghai Jiao Tong University; Shuitao Gan, Laboratory for Advanced Computing and Intelligence Engineering; Libo Chen, School of Electronic Information and Electrical Engineering, Shanghai Jiao Tong University; Yuede Ji, University of North Texas; Jiashui Wang, Ant Group; Zhi Xue, School of Electronic Information and Electrical Engineering, Shanghai Jiao Tong University

VulSim: Leveraging Similarity of Multi-Dimensional Neighbor Embeddings for Vulnerability Detection .........1777
Samiha Shimmi, Ashiqur Rahman, and Mohan Gadde, Northern Illinois University; Hamed Okhravi, MIT Lincoln Laboratory; Mona Rahimi, Northern Illinois University

LLM I: Attack and Defense

An LLM-Assisted Easy-to-Trigger Backdoor Attack on Code Completion Models: Injecting Disguised Vulnerabilities against Strong Detection .........................................................1795
Shenao Yan, University of Connecticut; Shen Wang and Yue Duan, Singapore Management University; Hanbin Hong, University of Connecticut; Kiho Lee and Doowon Kim, University of Tennessee, Knoxville; Yuan Hong, University of Connecticut

REMARK-LLM: A Robust and Efficient Watermarking Framework for Generative Large Language Models..... 1813
Ruisi Zhang, Shehzee Samarah Hussain, Paarth Neekhara, and Farinaz Koushanfar, University of California, San Diego

Formalizing and Benchmarking Prompt Injection Attacks and Defenses .........................1831
Yupei Liu, The Pennsylvania State University; Yuqi Jia, Duke University; Runpeng Geng and Jinyuan Jia, The Pennsylvania State University; Neil Zhenqiang Gong, Duke University

Instruction Backdoor Attacks Against Customized LLMs ............................................. 1849
Rui Zhang and Hongwei Li, University of Electronic Science and Technology of China; Rui Wen, CISPA Helmholtz Center for Information Security; Wenbo Jiang and Yuan Zhang, University of Electronic Science and Technology of China; Michael Backes, CISPA Helmholtz Center for Information Security; Yun Shen, NetApp; Yang Zhang, CISPA Helmholtz Center for Information Security

Software Vulnerability Detection

FIRE: Combining Multi-Stage Filtering with Taint Analysis for Scalable Recurring Vulnerability Detection ... 1867
Siyue Feng, National Engineering Research Center for Big Data Technology and System, Services Computing Technology and System Lab, Hubei Key Laboratory of Distributed System Security, Hubei Engineering Research Center on Big Data Security, Cluster and Grid Computing Lab; School of Cyber Science and Engineering, Huazhong University of Science and Technology; Yueming Wu, Nanyang Technological University; Wenzhe Xue and Sikui Pan, National Engineering Research Center for Big Data Technology and System, Services Computing Technology and System Lab, Hubei Key Laboratory of Distributed System Security, Hubei Engineering Research Center on Big Data Security, Cluster and Grid Computing Lab; School of Cyber Science and Engineering, Huazhong University of Science and Technology; Deqing Zou, National Engineering Research Center for Big Data Technology and System, Services Computing Technology and System Lab, Hubei Key Laboratory of Distributed System Security, Hubei Engineering Research Center on Big Data Security, Cluster and Grid Computing Lab; School of Cyber Science and Engineering, Huazhong University of Science and Technology; Jianzhao Lu, Nanyang Technological University; Hai Jin, National Engineering Research Center for Big Data Technology and System, Services Computing Technology and System Lab, Hubei Key Laboratory of Distributed System Security, Hubei Engineering Research Center on Big Data Security, Cluster and Grid Computing Lab; School of Computer Science and Technology, Huazhong University of Science and Technology

Inference of Error Specifications and Bug Detection Using Structural Similarities .................. 1885
Niels Dossche and Bart Coppens, Ghent University

A Binary-level Thread Sanitizer or Why Sanitizing on the Binary Level is Hard ............................. 1903
Joscha Schilling, CISPA Helmholtz Center for Information Security; Andreas Wendler, Friederich-Alexander-Universität Erlangen-Nürnberg; Philipp Görz, Nils Bars, Moritz Schloegel, and Thorsten Holz, CISPA Helmholtz Center for Information Security

ORANalyst: Systematic Testing Framework for Open RAN Implementations .......................... 1921
Tianchang Yang, Syed Md Mukit Rashid, Ali Ranjbar, Gang Tan, and Syed Rafiul Hussain, The Pennsylvania State University
Cryptographic Protocols I: Multi-Party Computation

Fengrun Liu, University of Science and Technology of China & Shanghai Qi Zhi Institute; Xiang Xie, Shanghai Qi Zhi Institute & PADO Labs; Yu Yu, Shanghai Jiao Tong University & State Key Laboratory of Cryptology

Lightweight Authentication of Web Data via Garble-Then-Prove ................................................................. 1957
Xiang Xie, PADO Labs; Kang Yang, State Key Laboratory of Cryptology; Xiao Wang, Northwestern University; Yu Yu, Shanghai Jiao Tong University and Shanghai Qi Zhi Institute

Holding Secrets Accountable: Auditing Privacy-Preserving Machine Learning ............................................... 1975
Hidde Lycklama, ETH Zurich; Alexander Viand, Intel Labs; Nicolas Küchler, ETH Zurich; Christian Knabenhans, EPFL; Anwar Hithnawi, ETH Zurich

Secure Account Recovery for a Privacy-Preserving Web Service ................................................................. 1993
Ryan Little, Boston University; Lucy Qin, Georgetown University; Mayank Varia, Boston University

Thursday, August 15

User Studies II: At-Risk Users

Navigating Traumatic Stress Reactions During Computer Security Interventions ........................................... 2011
Lana Ramjit, Cornell Tech; Natalie Dolci, UW-Safe Campus; Francesca Rossi, Thriving Through; Ryan Garcia, UW-Safe Campus; Thomas Ristenpart, Cornell Tech; Dana Cuomo, Lafayette College

Exploring digital security and privacy in relative poverty in Germany through qualitative interviews .................. 2029
Anastassija Kostan and Sara Olschar, Paderborn University; Lucy Simko, The George Washington University; Yasemin Acar, Paderborn University & The George Washington University

“But they have overlooked a few things in Afghanistan:” An Analysis of the Integration of Biometric Voter Verification in the 2019 Afghan Presidential Elections ......................................................... 2047
Kabir Panahi and Shawn Robertson, University of Kansas; Yasemin Acar, Paderborn University; Alexandru G. Bardas, University of Kansas; Tadayoshi Kohno, University of Washington; Lucy Simko, The George Washington University

Understanding How to Inform Blind and Low-Vision Users about Data Privacy through Privacy Question Answering Assistants ................................................................. 2065
Yuanyuan Feng, University of Vermont; Abhilasha Ravichander, Allen Institute for Artificial Intelligence; Yaxing Yao, Virginia Tech; Shikun Zhang and Rex Chen, Carnegie Mellon University; Shomir Wilson, Pennsylvania State University; Norman Sadeh, Carnegie Mellon University

Assessing Suspicious Emails with Banner Warnings Among Blind and Low-Vision Users in Realistic Settings . . 2083
Filipo Sharevski, DePaul University; Aziz Zeidieh, University of Illinois at Urbana-Champaign

Side Channel III

INVALIDATE+COMPARE: A Timer-Free GPU Cache Attack Primitive ............................................................. 2101
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