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Erebus: Access Control for Augmented Reality Systems
Yoonsang Kim, Sanket Goutam, Amir Rahmati, and Arie Kaufman, Stony Brook University

Password Guessing
No Single Silver Bullet: Measuring the Accuracy of Password Strength Meters
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Araña: Discovering and Characterizing Password Guessing Attacks in Practice
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