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security education

few students pursuing CS in high school or college
many leave the discipline after the first year

don’t pursue security

and, aren’t very diverse



but, why?

causes are generally unknown
shortcomings in first-year experience:
lacks real world context
reenforced perceptions
limitations on creativity



rethinking CS1

many universities reinventing first-year experience
at Cal Poly:
constructivist, open-ended assignments
offered in a variety of “flavors”
now, in a security flavor as an alternate reality game



why ARGs?

alternate reality games in the classroom, can:
be social and inclusive
stimulate counterfactual thinking
maintain engagement
provide an authentic context for material



our goals

() increase engagement
(if) boost confidence
(iif) improve awareness
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assessment

evaluated using:
reflective journals
modified computer attitude scale survey
student interviews



early results

game play: “cloak & dagger” aspects diminished frustration,
increased engagement

group dynamics: experienced students led near-peer instruction,
adoption of roles

behaviors & perceptions: actionable changes or an increased
cognition and reasoning about no change



project status

open source: scoreboard framework & story modules
continuing to refine our assessment instruments

similar project aimed at middle & high school students

3GSE: Games, Gaming, and Gamification in Security Education
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