
19th  USENIX SECURITY SYMPOSIUM

The 3-day program includes:
Keynote Address by:

•	 Roger	G.	Johnston,	Vulnerability Assessment Team, 
Argonne National Laboratory

Refereed Papers:

•	 Refereed	paper	presentations	showcasing	new		
research	in	a	variety	of	subject	areas	including		
cryptography,	Internet	security,	dissecting	bugs,	and	
more

Invited Talks by Industry Experts such as:

•	 “Understanding	Scam	Victims:	Seven	Principles	for		
Systems	Security,”	by	Frank	Stajano,	Senior Lecturer at 
the University of Cambridge, UK

•	 “End-to-End	Arguments:	The	Internet	and	Beyond,”	
by	David	P.	Reed,	MIT Media Laboratory

•	 Plus	a	Poster	Session,	BoFs,	and	more

Stay Connected...

Co-Located Workshops:
EVT/WOTE ’10: 2010 Electronic Voting  
Technology Workshop/Workshop on  
Trustworthy Elections
August 9–10, 2010

CSET ’10: 3rd Workshop on Cyber Security 
Experimentation and Test
August 9, 2010

WOOT ’10: 4th USENIX Workshop on Offensive 
Technologies
August 9, 2010

CollSec ’10: 2010 Workshop on Collaborative 
Methods for Security and Privacy
August 10, 2010

HealthSec ’10: 1st USENIX Workshop on 
Health Security and Privacy
August 10, 2010

HotSec ’10: 5th USENIX Workshop on Hot  
Topics in Security
August 10, 2010

MetriCon 5.0: Fifth Workshop on Security 
Metrics
August 10, 2010

The	USENIX	Security	Symposium	brings	together	researchers,	practitioners,	
system	administrators,	system	programmers,	and	others	interested	in	the	
latest	advances	in	the	security	of	computer	systems	and	networks.	

Register by July 19, 2010, and save!     www.usenix.org/sec10

Washington, DC   •   August 11–13, 2010

          http://www.usenix.org/facebook/sec10

 http://twitter.com/USENIXSecurity


